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Abstract

This guide shows you how to centrally configure and distribute commonly used settings and rules for Windows Firewall with Advanced Security by describing typical tasks in a common scenario. you get hands-on experience in a lab environment using Group Policy management tools to create and edit GPOs to implement typical firewall settings. You also configure GPOs to implement common server and domain isolation scenarios and see the effects of those settings. This guide applies to computers running Windows® 7, Windows Vista®, Windows Server® 2008 R2, and Windows Server® 2008.
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Step-by-Step Guide: Deploying Windows Firewall and IPsec Policies

This step-by-step guide illustrates how to deploy Active Directory® Group Policy objects (GPOs) to configure Windows Firewall with Advanced Security on computers that are running Windows® 7, Windows Vista®, Windows Server® 2008 R2, and Windows Server® 2008. Although you can configure a single server locally by using Group Policy Management and other tools directly on the server, that method is not efficient and does not guarantee consistency when you have many computers to configure. When you have multiple computers to manage, you can instead create and edit GPOs, and then apply those GPOs to the computers in your organization.

The goal of a Windows Firewall with Advanced Security configuration in your organization is to improve the security of each computer by blocking unwanted network traffic from entering the computer and protecting wanted network traffic as it traverses the network. Network traffic that does not match the rule set configured in Windows Firewall with Advanced Security is dropped. You can also require that the network traffic which is allowed must be protected by using authentication or encryption. The ability to manage Windows Firewall with Advanced Security by using Group Policy lets an administrator apply consistent settings across the organization in a way that is not easily circumvented by the user.

In this guide, you get hands-on experience in a lab environment that uses Group Policy management tools to create and edit GPOs to implement typical firewall and connection security settings and rules. You configure GPOs to implement common server and domain isolation scenarios and see the effects of those settings.

Your feedback is valuable and welcome! Please send your comments and suggestions to [Windows Firewall with Advanced Security Documentation Feedback](mailto://wfasdoc@microsoft.com?subject=Feedback%20on%20IPsec%20and%20Firewall%20Documentation%20–%20WFAS%20SxS%20Deploying%20FW%20and%20IPsec%20Policies%20Guide&body=I%20want%20to%20provide%20the%20following%20feedback%20on%20the%20document%20Step-by-Step%20Guide:%20Deploying%20Windows%20Firewall%20and%20IPsec%20Policies.%0A%0A) (wfasdoc@microsoft.com). The author of this guide will review your comments and use them to improve this documentation. Your e-mail address will not be saved or used for any other purposes.
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Scenario Overview

In this guide, you learn about how to create and deploy settings for Windows Firewall with Advanced Security by stepping through procedures that illustrate the common tasks you have to perform in typical scenarios.

Specifically, you configure settings in GPOs to control the following Windows Firewall with Advanced Security options:

 Enable or disable the Windows Firewall, and configure its basic behavior.

 Determine which programs and network ports are allowed to receive incoming network traffic.

 Determine which outgoing network traffic is allowed or blocked.

 Support network traffic that uses multiple or dynamic ports, such as those that use Remote Procedure Call (RPC), or the File Transfer Protocol (FTP).

 Require that all network traffic entering specific servers be protected by Internet Protocol security (IPsec) authentication and optionally encrypted.

You work with several computers that perform common roles found in a typical network environment. These include a domain controller, a member server, and a client computer, as shown in the following illustration.
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The scenario described in this guide includes viewing and configuring firewall settings, and configuring a domain isolation environment. It also includes server isolation, which requires group membership to access a server and can optionally require that all traffic to the server is encrypted. Finally, it includes a mechanism to allow trusted network devices to bypass firewall rules for troubleshooting.

Each of the scenario steps are described in the following sections.

Examining default settings on clients and servers

[In this section](#zb872d80528684fe5b0af5abc5549729a), you use Windows Firewall settings in Control Panel, the netsh command-line tool, and the Windows Firewall with Advanced Security Microsoft Management Console (MMC) snap-in to examine the default Windows Firewall with Advanced Security settings on the both the CLIENT1 and MBRSVR1 computers. By using the tools directly on a local computer is useful to see the current configuration and the firewall and connection security rules that are active on the computer. This section also compares the features that can be configured by using the Windows Firewall with Advanced Security MMC and the netsh command-line tool.

Deploying basic firewall settings by using Group Policy

[This section](#z814a075710a14b38a141b76332482e1c) shows you how to create a Group Policy object (GPO) that contains basic firewall settings, and then apply that GPO to the client computer. To ensure that only the correct computers can apply the GPO settings, you use security group filtering and Windows Management Instrumentation (WMI) filtering to restrict the GPO to only those computers that are in a specified computer group and that are running the specified version of Windows.

The GPO that you configure includes some of the basic Windows Firewall with Advanced Security settings that are part of a typical enterprise's GPO settings, such as:

 Any local firewall setting created by a user, even a local administrator, is ignored.

 Ensure that the firewall is enabled with your specified handling of network traffic, and cannot be disabled.

 The computer does not display the notification when Windows Firewall with Advanced Security blocks a program from listening on a network port.

Creating rules that allow required incoming network traffic

By default, Windows Firewall blocks all incoming network connections that do not match an “allow” rule. On client computers that do not host any services, this might be sufficient. But for any program that acts as a network service, you must create rules to permit the unsolicited network packets from remote computers that want to connect to the application or network service. [In this section](#ze5c2f8ea3b1d44df8307ea5bfa96b7e0), you create and modify inbound firewall allow rules to do the following:

 Use predefined rule groups to support common network services.

 Allow a program to listen for any network traffic it needs to operate.

 Allow a program to listen for network traffic on a specified TCP or UDP port only.

 Allow a network service to listen for network traffic.

 Limit network traffic from only specified IP addresses, and to specific types of networks.

 Apply different firewall behavior based on the network location type to which the computer is connected.

 Support programs that use the dynamic port assigning capabilities of RPC.

One of the main benefits of integrating firewall and IPsec into the single Windows Firewall with Advanced Security interface is the ability to create firewall rules that allow network traffic only if the traffic is protected by IPsec. These rules are discussed in the [Server Isolation](#zfb995b0bce8b4507a6531acdf5ef8ff5) and [Authenticated Bypass](#zd9891d8917d74cf3a08de4a46904a7a2) sections of this guide.

Blocking unwanted outbound network traffic

By default, Windows Firewall allows all outbound network connections. Because of the very large number and variety of potential outbound network-aware client programs, it can be a very large amount of work to attempt to restrict outbound traffic. However, in some organizations, where the approved list of applications is known, and security dictates that no other application must be permitted to access the network, then Windows Firewall with Advanced Security supports changing the default outbound rule to block network traffic that is not permitted by an outbound allow rule. [In this section](#zc0b58af6447e4a47ae46bb68fdeaf203), you configure the firewall to block all outbound traffic, and then create outbound firewall rules that allow only approved programs to send outbound traffic from a computer.

Deploying a basic domain isolation policy

[In this section](#z626058b754b44fc9bbdf7a427bedf467), you create IPsec connection security rules on your domain member computers that allow incoming network connection requests from authenticated domain member computers only.

Isolating a server by requiring encryption and group membership

[In this section](#zfb995b0bce8b4507a6531acdf5ef8ff5), you expand on the authentication rules created in the previous section, by creating connection security and firewall rules that require that a server or group of servers allow network traffic only from computers that are members of an authorized group. The rules also specify that the traffic to and from these servers must be encrypted.

Creating firewall rules that allow IPsec-protected network traffic to bypass block rules

When you have the firewall and connections security rules up and running, you typically end up blocking network security tools, such as port scanners from being able to do their jobs. Windows Firewall with Advanced Security lets you create firewall allow rules that can override block rules only when certain requirements are met. [In this section](#zd9891d8917d74cf3a08de4a46904a7a2), you configure firewall and connection security rules to allow IPsec-protected network traffic to bypass the firewall block rules. You also further restrict the rules to allow only specifically authorized users or computers, such as the network port scanners used by network troubleshooting and security teams.

Creating tunnel mode IPsec connection security rules

The rules that you create for the previously described scenarios all use IPsec Transport mode rules. Transport mode provides end-to-end protection from the originating source host all the way to the ultimate destination host. IPsec supports another mode of operation called tunnel mode, where the IPsec traffic is protected only for part of the path between the two hosts. [In this section](#ze8e462c96d324ce89d07080a9f7f2b19), you configure tunnel mode connection security rules to allow a client computer to access a remote network through an IPsec gateway.

Next topic: [Technology Review for Deploying Windows Firewall with Advanced Security](#z40f2679a17a5450986b7492db5cd4b30)

Technology Review for Deploying Windows Firewall with Advanced Security

Windows Firewall with Advanced Security combines a host-based firewall and an Internet Engineering Task Force (IETF)-compliant implementation of Internet Protocol security (IPsec).

As a host-based firewall, Windows Firewall with Advanced Security runs on each computer that is running Windows Vista® or a later version of Windows to provide local protection from network attacks that might pass through your perimeter network firewall or originate from inside your organization.

Windows Firewall with Advanced Security also provides IPsec-based computer-to-computer connection security which lets you protect the network data by setting rules that require authentication, integrity checking, or encryption when your computers exchange data.

Windows Firewall with Advanced Security works with both Internet Protocol version 4 (IPv4) and IPv6 traffic.

This section of the guide provides a brief review of these features to support your understanding of the scenarios that you examine in later sections of this guide.

 [Network Location Awareness](#z43bea15e5d4c4b81a7e4b17c2fe53d47)

 [Host Firewall](#z4eb905238d874b79a7ef4a6a1fe4e513)

 [Connection Security and IPsec](#z7336450e2796477abc55201bb0a10d7c)

 [Group Policy](#z7863c88524e44ad79992b98b5fe843ab)

Next topic: [Network Location Awareness](#z43bea15e5d4c4b81a7e4b17c2fe53d47)

Network Location Awareness

Windows Vista® and later versions of Windows support network location awareness, which enables network-interacting programs to change their behavior based on how the computer is connected to the network. In the case of Windows Firewall with Advanced Security, you can create rules that apply only when the profile associated with a specific network location type is active on your computer.

How Network Location Awareness works

The following diagram shows the network location types that can be detected by Windows.
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Computers that are running Windows Vista, Windows Server 2008, Windows 7, and Windows Server 2008 R2 detect the following network location types:

 Public. By default, the public network location type is assigned to any new networks when they are first connected. A public network is considered to be shared with the world, with no protection between the local computer and any other computer. Therefore, the firewall rules associated with the public profile are the most restrictive.

 Private. The private network location type can be manually selected by a local administrator for a connection to a network that is not directly accessible by the public. This connection can be to a home or office network that is isolated from publicly accessible networks by using a firewall device or a device that performs network address translation (NAT). Wireless networks assigned the private network location type should be protected by using an encryption protocol such as Wi-Fi Protected Access (WPA) or WPAv2. A network is never automatically assigned the private network location type; it must be assigned by the administrator. Windows remembers the network, and the next time that you connect to it, Windows automatically assigns the network the private network location type again. Because of the higher level of protection and isolation from the Internet, private profile firewall rules typically allow more network activity than the public profile rule set.

 Domain. The domain network location type is detected when the local computer is a member of an Active Directory domain, and the local computer can authenticate to a domain controller for that domain through one of its network connections. An administrator cannot manually assign this network location type. Because of the higher level of security and isolation from the Internet, domain profile firewall rules typically permit more network activity than either the private or public profile rule sets. On a computer that is running Windows 7 or Windows Server 2008 R2, if a domain controller is detected on any network adapter, then the Domain network location type is assigned to that network adapter. On computers that are running Windows Vista or Windows Server 2008, then the Domain network location type is applied only when a domain controller can be detected on the networks attached to every network adapter.

Windows Firewall with Advanced Security stores its setting and rules in profiles, and supports one profile for each network location type. The profiles associated with the currently detected network location types are the ones that are applied to the computer. If the network location type assigned to a network changes then the rules in the profile associated with the new network location type automatically apply.

When you have multiple network adapters attached to your computer, you can be attached to networks of different types. Computers that are running Windows 7 and Windows Server 2008 R2 support different network location types, and therefore profiles, for each network adapter at the same time. Each network adapter is assigned the network location appropriate for the network to which it is connected. Windows Firewall then enforces only those rules that apply to that network type’s profile. So certain types of traffic are blocked when coming from a network adapter connected to a public network, but those same types might be permitted when coming from a private or domain network.
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Windows Vista, Windows Server 2008, Windows XP, and Windows Server 2003 support only one active network location type at a time. Windows automatically selects the network location type for the least secure network so that it can apply the profile that provides the maximum amount of protection. For example, if a computer has two active connections, one to a public network and one to a private network, Windows selects the public network type and applies it to all network adapters on the computer to enable the more rigorous security rules in its profile to protect the computer.

The Windows Firewall that is available in Windows XP and Windows Server 2003 support a domain profile that is identical in concept to the one described previously. However, instead of supporting both a private and public profile, these earlier versions of Windows support only a 'standard' profile. So if you create rules by using the Windows Firewall node in the Administrative Templates section of the Group Policy editor then you can only specify that they apply to the domain and standard profiles. If you specify the standard profile and then apply these rules to a computer that is running Windows Vista or later version of Windows, then the rules apply when the computer’s network location profile is set to either private or public. The rules in the domain profile still apply only when the computer’s network location profile is set to domain.

For more information about network location awareness and its use in Windows Firewall with Advanced Security, see the section "Network location-aware host firewall" in [Getting Started with Windows Firewall with Advanced Security](http://go.microsoft.com/fwlink/?linkid=64343) at http://go.microsoft.com/fwlink/?linkid=64343.

Next topic: [Host Firewall](#z4eb905238d874b79a7ef4a6a1fe4e513)

Host Firewall

Windows Firewall with Advanced Security includes a host-based firewall component that is a protective boundary for the local computer, which monitors and restricts information that travels between your computer and its attached networks or the Internet. It provides an important line of defense against someone who might try to access your computer without your permission.

In Windows Vista and later versions of Windows, both client and server, the host firewall in Windows Firewall with Advanced Security is turned on by default, with unsolicited inbound network traffic blocked, and all outbound traffic allowed. You can create rules to permit specific inbound connections if your computer hosts a service or program that must be able to receive inbound unsolicited network traffic. To control outbound network traffic you can create outbound block rules that prevent unwanted network traffic from being sent to the network. Alternatively, you can configure the default outbound behavior to block all traffic, and then create outbound allow rules that permit only that traffic that you configure in the rules.

How the host firewall works

Network traffic flowing in and out of your computer can be categorized as shown in the following diagram.
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Network traffic consists of a packet or a stream of packets that are sent from a source port on one computer to a destination port on another computer. A port is just an integer value in the network packet that identifies the program on the sending or receiving end of the connection. Generally, only one program listens on a port at a time. To listen on a port, the program registers itself and the port numbers to which it must listen with the operating system. When a packet arrives at the local computer, the operating system examines the destination port number, and then provides the contents of the packet to the program registered to use that port. When using the TCP/IP protocol, a computer can receive network traffic addressed by using a specific transport protocol such as TCP or UDP, and on any one of the ports numbered from 1 to 65,535. Many of the lower numbered ports are reserved for well-known services, such as a Web server that uses Hyper Text Transport Protocol (HTTP) on TCP port 80, Telnet remote terminal services on TCP port 23, or Simple Mail Transfer Protocol (SMTP) on port 25.

Windows Firewall with Advanced Security works by examining the source and destination addresses, source and destination ports, and protocol numbers of a packet, and then comparing them to the rules that are defined by the administrator. When a rule matches a network packet then the action specified in the rule (to allow or block the packet) is taken. Windows Firewall with Advanced Security also lets you allow or block network packets based on whether they are protected by IPsec authentication or encryption.

For more information about host firewall functionality and the features of Windows Firewall with Advanced Security, see the [Windows Firewall with Advanced Security Getting Started Guide](http://go.microsoft.com/fwlink/?linkid=64343) in the Windows Server Technical Library at http://go.microsoft.com/fwlink/?linkid=64343, and [Windows Firewall](http://go.microsoft.com/fwlink/?linkid=95393) on TechNet at http://go.microsoft.com/fwlink/?linkid=95393.

Next topic: [Connection Security and IPsec](#z7336450e2796477abc55201bb0a10d7c)

Connection Security and IPsec

Internet Protocol Security (IPsec) is a framework of open standards for protecting communications over TCP/IP networks by using cryptographic security services. IPsec supports network-level peer authentication, data origin authentication, data integrity, data confidentiality (encryption), and replay protection. The Microsoft implementation of IPsec is based on standards developed by the [Internet Engineering Task Force (IETF)](http://go.microsoft.com/fwlink/?LinkID=98592) IPsec working group.

The implementation of IPsec included with Windows Vista and later versions of Windows is fully integrated into the Network layer (layer 3) of the Open Systems Interconnection (OSI) network reference model. This lets it provide protection to any IP-based protocol in a manner that is transparent to the programs that are running on the computer. It fully supports both IPv4 and IPv6.

IPsec is an important layer in a defense-in-depth strategy to protect your organization's network-accessible resources.

How IPsec works

IPsec provides a variety of connection security services to network traffic. You can configure each service to apply to specific network traffic by creating a connection security rule in Windows Firewall with Advanced Security that identifies the characteristics of the network traffic to protect, and the nature of the protection to be applied.

 Source authentication. Source authentication ensures that each computer participating in a connection receives proof that the remote computer (and optionally the user on the remote computer) is truly the entity that it claims to be.

Authentication involves each computer providing some form of credentials to the other computer that can be proved to be from the claimed source. Kerberos tokens, which can be checked with a domain controller, or a computer or user certificate which can be cryptographically checked against its trusted root certificate, are among the authentication methods generally used.

 Data integrity. Data integrity ensures that the packet that is received is identical to the packet that was transmitted, and provides an assurance that it was not damaged or modified in transit.

A network packet that is sent through an IPsec protected connection includes a cryptographic hash of the packet. The hash is calculated by the sending computer, encrypted, and included in the packet. The receiving computer calculates its own hash on the received packet, and after decrypting the included hash, compares the two hash values. If they match, the packet is accepted and processed. If they do not match, then the packet was damaged or modified in transit, and is dropped.

 Data confidentiality. Data confidentiality ensures that the information included in the network connection cannot be accessed or read by non-authorized computers or users.

When enabled, every network packet sent through the protected connection has its data payload encrypted. Various strength encryption protocols are available for use. Protocols that provide a greater level of protection generally require more computer resources to process the more complex cryptographic algorithms.

Transport versus Tunnel Mode

IPsec operates in one of two modes: transport or tunnel mode.

Transport mode. In transport mode, the network traffic is IPsec-protected by the originating computer and it stays protected all of the way through the network to the destination computer. The IPsec-protected packets are routed to their destination as standard IP datagrams by the routers along the way. Transport mode provides end-to-end security. A transport mode connection security rule requires only two IP addresses: the source and destination computers. The domain and server isolation scenarios discussed in this guide use transport mode IPsec rules.

The following diagram illustrates transport mode, where each computer establishes an iPsec protected connection from itself to a remote server.

Transport mode IPsec
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Tunnel mode. In tunnel mode, the network traffic is IPsec-protected only for a part of the trip between the origin and destination computers, typically as it traverses an untrusted network. For example, an organization with two geographically separated private intranets that are separated by Internet, can use an IPsec tunnel mode connection to treat the two separate intranets as one logical network. To do this, a computer on each intranet is designated as the IPsec gateway, or tunnel endpoint. Clients and servers in each intranet treat their local gateway as a router. But instead of routing packets across the Internet like a typical router, the gateway creates an IPsec-protected connection, or tunnel, and then sends the packets through the tunnel. Traffic is sent plain text between the client and the local gateway, then sent IPsec-protected from the local gateway to the remote gateway, and then finally sent plain text again between the remote gateway and the destination computer. Unlike a transport mode rule, a tunnel mode rule requires four IP addresses: the two tunnel endpoints, or gateway computers, and the two sets of computers that are accessible to each other through the tunnel, referred to as endpoints. The endpoints are typically sets of subnet addresses.

The following diagram illustrates tunnel mode, where computers on each intranet can communicate with computers on the other intranet by routing packets through the IPsec tunnel between the two gateways.

Tunnel mode IPsec between two gateways
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Tunnel mode can also be used in a scenario where the originating computer is the local gateway. This is a typical VPN scenario, where the client computer is attached to an untrusted network, but communicates securely with computers on a private intranet through an IPsec tunnel established with a remote gateway. In this case, one of the endpoints and its corresponding tunnel endpoint are one and the same.

The following diagram illustrates a tunnel mode connection between a remote client and an IPsec gateway to a private network.

Tunnel mode IPsec between a client and a gateway

![](data:image/gif;base64,R0lGODlhbQHvAHAAACwAAAAAbQHvAIcAAAAUHCQgICAIJGEkJCQsLCwAMJkkMDwENJ0EOJkIOJ0EPJ0MPJ0QPJ0QQJ08PDwQQKEwQFAMRKUQRKUURKFAQEAYRKEQSKVxMEwcTKo4TGEgTKUMVbYkTKUgUKogVbKZMDBQUFAoVaoAac5EWXGZODwwWa4AZf8sXbY0Xa44Ya44YbIIbf88YbKZREw0Zb5MZX1hYWFAZbIAfeJQaYVAabY4bcJQbYVIbbYAifJMbbocef+ZWWlAdcZQcbppcXlZdZVQdbpVdboAlf91dXVVeb5VecIAmf+ZZXkwhf95eXlMgc5hgaFQgc4Inf99fX0Qnf9hgb5hgcJlgcJVidJlhcIYof+ZdY1Ajf+FhYVpicZpjbIgpf9dkdpIlf9xjcZxjcooqv9Qlf+NjY15kcqZiZ1xmb5pmdp5lc44rv99lc6VlZV9mc6Bmc5hof+ZlbZ5oc6Bnc6BndKFnc5xpeZMtv+Joc6JodKNodKhoaFtrv+NpdKNpdaRpdKBrtqJqtpVvv+Zpc59su5hvv+RrtaZqtZ5tv+Bsv+urq6ZstqdstadstqJuuadttpxxv+Bvv+JvvalttqJvv+Zuuqlut6NwvqRwvKqut6lvuKBzv+Zwv+uvt6VxvaFzv++vr6uwuKVyv+ywuKZzv+V0v+dzv+lyv/Gxsa2yuah0v++yual0v++zua+zurCzuah2v+q1v/Ozs6u1v/C0uq+1vKq3v+y2v+61v/C1u6u3v+22v+y3v/K1urK1u7C2vbO1u663v/K2u6+3v/O2u664v/C3v/S2u7a2trO3vLC4v/K3v++5v/W3u7K4vre3t7O4vrG5v/S4vbW4vLS4v/O5v/K6v/W5vbO6v/a5vbe5vLS6v/e5vbW6vrm5ube6vbe6vrW7v/e6v/i6vbi6vrm6vbe7v/i7v/m7vbm7vre8v/m7v/u7u7q7vrm8vrm8v/i9v/q8v/u8vry8vLu8v/q9v/u9vru9v/y9vry9v/29vbu+v/y+v/2+v/6+v/2///6//////8I/wD/CRxIsKDBgwgTKlSYBd/ChxAjSpxIsaLFixgzatzIsaPHjw8FNANJsqTJkyhTqlzJ8qPIljBjypxJs6ZNjS9v6tzJs6fPnyFHAh1KtKjRoziFIl3KtKnTnjmfSp1KtWrHqAI9hSBAIASif13/ZQkrMUsWq2jTqo2JFREAAA8eEHgAlm48WMYmcl3Lt69fjlgfAFgjMN7Zuf+MPSD8LwbXEHljhFjDlUjjtw9i/N3MufPBqMYAEDCIGBaAs3IRIUIsOLNobpQJZGHsubbttVFNjy5Y+nRo2WNHyxUoGBbY3beTK5+KlSu3gfHq/jOdRbdZs/+GZwdgfO/y7+CPYv8NAdcTrCx0ex8mYFxs9t3Fj8eLHr6+fZ1Y/5F/CyCEdOr/5MHVgO8Rx51+otF134IMtpRfYmvkkdd0E8JC3z+eZOHJc8a01+FAsODV4IgklvRgiSimCNSJKrboIk0svijjjCg92N5G86k0IY08WpXfGprpdxZG2BHk30ewKNjjklLl9wB9DwxJ0I0HcfOcQEUOhFxCVha0o0BdTqckk2QuhRWQA0VJEHpxtRdCXOnFRUBeWV4Wgn8huNldDHJZlqScX2UXl39JlmkoUuN5kqaUxuzmCV0xDEllHprVCVaa7T3QnXHcjAYLAdHlASljMeRR6KGoDhXYjWoKhKZAo83/SVAeb8YllpSwYkpcd1qKKVChXd0Z5ampFsvTqosO9OqlBFyJ4QPPFWopcpruemmupwLrrK/GdnsTVjEoShyjjkIq6atr0DUtlF91yiu2ChYag2UCdTimt/jChBWlA201oFlyugmnoJn5ZykRD/i3GpzvXgrLkQ8LVOtiEedrsYNKwbqtQVRyTNGXE2188cgp5YfIvSSnXN+Dxlyo8stP7cffzDTXPHPGMOdMVYwQ8bzQGi4r1PFHnoirM8k+L5R0QtVCdCTHT19k6dH5Lp1QfsasYbQxsBnddbXG5ZHHrGtc2V7YYweoKciwaG12gGkLJDYRuFJdNc4U7RulZNN1/0WEbIkRQMTf3T1AxJ3/xGM4ennt5jfif882ZQhZ/P3c40dmhl7ddntrNUKBQWlvVnSFkHa1oMJqTOVy++c4fZ6iPJAxMRCW+qWvTt25sZ9/ptSnd745uq/sWUttkuICmyu8BhlTK+XXXtqq7run2rtBUXVaULbpZdrwA7Qzpnz0sRsUKZaH9Xr+rdXfndF49ErIfWOaeVJ88en+c3J05zvea6M5Gsi8npW+XIkqHtyAXvs8h7eJ5IdPmYkH7eoVpK3EIAaNe1MIrpQuwUnsgyA8XJDAZEHJPe1IfwsBEWizwGJdryAvJE0LZwiYBkokhryhoQ4xgkOB9HCHQOShDf8j8sMgGtGBQ+xZxtZwHQ39jIUKKRpCQEYQoBVmg0dk4PsylrDrGA0h1DOIFA/SNIJ4gggHEggiorYU2GRRVUkMCkFaNZDqXHBCtLvgWTyBiDWYrjAIY4wUi+ZHwtiPbi67SxmzQ0WjeKICb1xRHJXGRSKEyEJgCRfC/tEpU0FvLFp7wNgoNkDsgNJ+eVCcqchIpTXQiymPjORPfhgYyplFUcgZzeDQxz61PapXphwSdhY5RyoRaymxlCVUJqmQwNQtl9kR5lmKlCTW5SqYvCSmrkAku6IkU5k7oSUXn9kruvGySJT65TWnKc3sDM1a3HTKN8H5LWZejYu2dCI07Yf/CFFNMwSeEFBeSGkZbLLvgpiETpIkpCzOORKS9MSPPUG3xCYqSkpDWmMWEHHRSBFhQvEIZFYUNcYxmsVlGTILbaAlT4gSZI1cWQxCDAPFiF5EnBsJo0eWBUuXCgSNfvMOx+Bi043gVCNrqClIKtZSgnSqeHL7RwfnYhzBzIUwwXkAIriRGYkdCXH+8iDCFMVVNurwqBeb5xqIepcQSZVuaKQLUDWExjUkqVl78cRbOgQAzdhSMGLrq1RPc0S0WmyeWSBqYkUjN/Qw1jQK4opZyAMLNHqCTwRgIgDImgXHEHYv2jGiYfM1T72O5i57IU+k9gJZWAHnpKaJXK1GYz/Z/5DnLGgcywiDOFp8zXM7GDyOcOPBWrYCVm6NIwAAsvYWgxE2t5zkymaz2Ftv/TZJb1HuaMgjXceJpjraVa5xYsDYTgFgbLWV7pBa88bqduu3v5rNjcQ2nRuFiD7nYWjiRFTfgXAjCy1LKHmVetaJHiQG6iAZfGsi1MIamGoLnsnqCFzgLEa4qCwpYsoW/E6rNLJMGlawTwVSu77FNFAaCe4TQaJNED/4aL/Vyq92sxqCUPFGX+LGjhYZpjU5dHvNAzI8XWSOL2zAAD5YBUUtPOI/9q1XYopLQSeGHsQ0ZmACSthAB2Xjx3jyVwab7XNCgFkFiSouX2kxiQihAAO42f/NMlByQQogMh3+FjmfInHmMvXfIMkULG0LUmfdSWJSxa2X8xt0Y1DDGPZwFUx0UXODFvFmH7DBAW+OM0ESnDJ8FO3ToA61qIs2hhHjuT8Jq1ewtnKe9TJGU04uVNNWTUdEx0td7WyapigTPOF0uEE4MEAL4FGObNxjD5iGs5xflgUBVODZ0I62tKddAFODaDSd+kqjClKkVsE6bbJuT7PAKKlb93KY3uMpoVt05CqgQx/BIMU0jp1sA2haZU94AkZ+q6Q8962qgeKGYda73kBjSTNaJfErv2TNU+WvSOjeVafeJmkGHTkKtLCCLuAtb3pnetkXy/e+R1yqGQ9EQFH/Fl6RFJinK9tKf10xzsRY2KnJvKdg5z5Ly/UTtrnYaucqujgtjnAELmz8Fx1H9sdHJvKL/FYxD6kzQnSsEKnb+CIfTpHQiU70MDyjHkift9KVbbGmWwS+RNgthimy9SPkgOtpeMY8apH0estAFvgye0U4vPaLbH0GBuDA24mehm/Mve5uVgDIU6V3ily47xX5OwoocQHBw/0b5YhFx/vQAAPgwFuNn8jjFxIPCgd5IVnrnOQFsogJjGDwR6hDOcrxC3L4ow8G2ADo9e30EU/kmAqZ4EGy5BW7rV4g+7jDBV7P9UHsww2SaEPudz9yjgG4Xhgq20A8sYaT1atrs3Mi//YTA/5/DA6Tj6ba8QcCjzO4fghFb8cJDiF93Xcr9BL5rR6hF5cL7kYyWfAmfWM4arI5F+QrwBM58XAn4gc+6mcAGHcEM4ACBwEPRsAB8Td/9Ud9vWdjR0Jc2REoa7MbhXIq23Y7c1KCCvJLdaJTF7N+BbEKGMgF8kd/03d/vHd2PjUWweMfunYe5kYs7KEkmqKCv4JrPvaAETiBCCGDGWiD9mcs+BcR80QrBfGDonKE3AIW2rMrRugrLfhjJAODBOGENKiBN6gTsrAKbNCGVSADcCgFbcgGe7B4PzGFEHFngYIa3uMu5kcXSfIcAyRKGFI+84Mm9BEuSjh0OXABy/9wEGZYgxtYE2yIA232ZpiYiW9mAlKwB3jnE3j4EE+3FSrUGBMSXGc2aMBjOCREVYmhGcInfHfyakcjDD7gZhEogRdgBNgQgzMoiWkIE5sQbJlYBF/wBWTQCsqojJFwjFOgiRbwBY+4E6G4EKMHEcBHJGKYL7b4ZgpwCd9gBVw3AhKgBeYwEJGIhlG4EvuwCEf2ZlMQCuvwD/owD/PwDtOQj/loePNQD/9wD9EQCc+4iYQADzdRjVHkexXBVBmRhS/TjYkHBvSwDcygD6MABeMoAWBgkOkIhSwBD3NgAW82BwZZD9mAdKKQkiq5kisZC8jwDfXgD9FAjAbgAGxgkDT/gZAJcY2QZxAQaQAKIJHbgAopKW8WiZFHMAQjMAFnEAq/qI4rIQsiaQANoAj80A65QAosuZVcuZKogAz7sA+bIAJuZpM4GRM6iRA82ZMC8ZNBOZFEyZLyVg+O4ARElwMjsABP6ZEWAQ+r8Jd7MIeb8Jf7QBBsRpWnwA/koApd2ZiOKQqvsA374AsZUJZ7IBNpeRBrCXnwcIsRCZeOiQrbkA91eZdvd4Z8GRHLsAhV0AGaqIkbYGlV4GYtcA/ZEJePmZtcKW/8IAuViWRnuRKZKUYKyZYEsQ8m8JlDqZuiIJrzMAhc94STuBDYQAZTmYkicIzO+JoGQAb6EAvMGZ67/zkN/EAGbrYBnyicObh3xWmcArEKbnYHoCmeoqAK5JAPgEB0qDmdCEEJNClsfRANhfkP/mCP9uiP/7AP2hAKzygL76CV9BmhKkkK7+ALibcILDGcBbGZa8cGBtAB/pAPvyChKWmf5VAH+xmMBSELK/BmLbAL/LAP5YAM4NmYsRAM2eCP+1ALJNqjojBvZGkAGKoSGkoQpmBW7jkQHroB7RB39ZALPRoL5eAO9QCVBgEPX/BmfQAP+8AMjEmfsUAOCRoMPiqhsbAPReBmm0Ck61kRDpGkBzEHBmAB+pAGR5AG1jB3JPoL9+AMVkoQoTCVUyCjUOqjpIAM9aAPI1qm4v9JCvrQAkAZCilRpHD6ELLgZjhwDcNgp4U3DzXKnL9QD8SQBCfAAqXAn/+wB26WAdFQD5/KqKLgkrAqnqpQD5CqANNoEpRaqQtBkz5wDbrABXeKDpmXm6E6qqVqCOlQCJgmAwThoQZQBPuADGUaAQEQAX7AlUAABLO6rY75CvdQmSbABquQnh+xq0exD385B2xQBHD4ri2aiSbwrnBoaWwQCqvQi/axD5f2ZkXADrQgrLJXrFx5rKTKApKwrNdJCf9ACUWQAG4mApSAmz4aACyZrSlJAzSwkozACI4JBxerkhr7mLkAD5roAEWwCOfIEejaE9gQCmwgBTKQnNxZszb/i4kKAIdksAjmehtYeokQyA6uII6yt5grabClmrBycJ0msArmEGwK4ANkIANtlgFnwKgWKwpwcABcGwBb4AcBcK1MIApcewARkJIBQALXSgMR0LUeu7VcSwJgK7aOWQ7LMAdf0HnyOgfCoBEtSxPqugdvCLQnC4dtcLiH+wm8sLiMu7itgLiH6wMy8I7cyYlzsArB2RlFBrRawA6jII6DkA+LibQ7oAnyIAf1ZgJrag4iWQX1MAyjQA3soAVVe7U9mrVwEACWIApMcACiMLKioAHcGrxjGwDDSwMakJIasLEHALJkywjAG5r/0A7zIBD0MA6KEKRuZgIMexF/2xLw/0AJrfmaFiADh9sKvGCQ++AN3qCP+RgMtRC/8hu/ueC+01AN3jCP/LC4d9AGPuCasCkFlLCynYENUuCNYOC5GDkI/iANpFq65wAGQCsDkioQMmAAmIALSHkEVuAK7CDBBmC1JIq7vqu1vgu81xoBbbuxWfu7G+vCYKvC1goH0euY27ANKlkLwWB79xAKaXqeQ0oR35sSoUAGNIuJJlAEd8AL9mAP7TsNuVALFMuopBC/zHC/5/APvNAHb6iJHVAFlJC5fWHA3hgH7dAJUMAMWLADpRDBEwxyHooGoxCdXGcFo/DBtRuhJJySW+vCaOuxK9nCwKuxYMuSNWyj/wChLf+ZDfqwD3J6nhUsEUNMEuZACBeMszjQB8XwD+JQDcxAd7NKn7WADNDgDf+gDQ57ndvLBrnqFz/pAHLQDu5gC+cQBZjoA317nA7QAd9gl3Rcx3cMwhPQBeK5xyb8uySgvMmcktkqyC88sgewBSnJCJZAA8ucm/VApl0ZC+2wD4rwZlIgxgkxyR3Rjp75ZirQBsXAD9dAoxEqCD3QA4IQyiz5CsFQDfagDX3gA4TbAXOgr65Mkw4QClpwy7lcEKFgAI3gCL/8y3bMDmTQZsOsm9aKrXBwtlp7toxwrdzatlzLrc6csRsLt23rBxsdAcPrmMHQDo8ZpvyQpbnXs+PcpjX/sQlSALQWUAWtwA/t+6r02QOYiALzTM/1jAzVwA/F0AYAvL2EQMB8sQqXjIlSANAGMZv1II4N7dCjsA5kgGkTTc+AzJxh3aj7oMiNqQrz4At6SwYDqhDkfBHY8AXXqQBRcAr2AA1ZWaZdYABVEA7h4JlCTdRcGQvMcA7RINeYiAOR/NS36ABTvRCT2w5ZPdl23A6oawBfLdianZLIMMWNOQ37QIw40NYI8dYUsQo/7GZF8An3AA2LCqs2YAD0iAzl8NduFtib3ZLTYA+8UAX11gGLQNrLEdmTXdxQ0AmW7dXEnNvMnZuvoA+RgKnCXRCmHRGLcMQbsAj2UA3xRtSx//0PeDoPtG3bBoDbzS0KtQAN+/AJUW0BbODUyeEDDlAPvlzcWX3cyY3ZVAAK593fckkO0e150z0Q1a0Q8MAG14kDrbAOyGDW9PzdhGd4wVDbgD3U/R0M3hANUXCJCvDYykEICs3Q9m3cyH3ZDLDf/p3iogDgbuYDM80S/JpsdK0N11CouQ3hM/B2aUCsE07eKAAJKR4L0HAOIQnO8N0Z+8AAHbANYTDi9n3c73AHmHbi/K3i583iBkAIpU3TJbEHU+kAe3AO0PAK/Q3hHKCXbzewv0DhmF3l/v2V60AJ76gAX3DkfyEMEJB71YDGTk7iUT7lKG7lzN0OeACUrUzgXP/+EXKeeGzA4J5947J9BBywCn3gemk+D+TADPyQ0HQg6KQQDOvQCF9+k50RCpjWZrB8xhvc578M5VJuAFQu6JuNCvpAlisw3QUuEKFwxFpwDszg4Odt5kqWfO93BJ1QD5KACQbQ6bIuCsSwDnyQbBZwmX+xDG0mAvfwBx5Qk7HM56ze0K4O6JXQ7ERdsm5G7QRR4PBwwC1uDs7w6MEe6ZPOfmcgATmQBszgBsrO7M1OCs/OBpe4AoeOFvBwZCKwD+CJDJtwAdyu6t8O7p3w5wawAEsw7uQ+q99wCSr6D9UdqG6mAtFQDV8q68JeEGwwAviu78t+8UVZ2OyuAHPAF8H/1gCuWpT+gAxdMAEN7+0PH51Q/geYRvEWz/I9qgr8oKbUnegXsQ/mCZR84A0+Legl/6won+/7TvQpiQrQ0ApTKfBpoaoGoA3UqpJfl5I5v/Or3vNHcNzzAPQTX/FYT6LtIKcunu5KXxGyAMAgTwxYb+boLhAnn/JXH/eikAvm8PIxXxX7IJLgKJfTsJJnn+o8r/Zr3wnzIOpvP/SEr5u/sA5uRtWTDK0K8PRkzvKgQAUMEOk5wAEesGyBb/Urv/mksPVdb+dLsQlUyQ/wzpKR3+1p3/NQ4AiXL5IL0ANAvvm66Q9k2b0C8b3wQIx7T/Snn/obEAr+EKxuxwEo0Lev/6/y/L75hs/uFiDTSzGbikAO4tn7Dk/5ROcEwo/5CGD8yP+Y85Clid/8dw8RwvCOWnANpU/uAAGKCgMDG0LdCyYqWL5RVo7MuNBDyog0zNxgMkBH1EaOHT1+BBlS5EhRpKA1UmBAAaF/LV2+hBlT5kyaNW1uMKAtIcmPXSYYcCCnXScoR4weRZpUqVEnjuY1smAAQQ9IPK1exRryWyQDRV4+eWLTJqWUCho5I5VVrVWBBA0i7Ejqmb6GDyVQtIhR41q+fWcBi2qgyj6xhQ0fpgnPgIF9r/r6BCqU6FLKlJs+jTq1al/Oa5EVM2Dia1jEL78stgBsVmfWGwX9fLvzo//ceqOKHql4MWNr3iNjaVOxeIW50sWNzxRmoME/1pCDDr1dWTpTp1ClUu2d3WMwbQVHG9+HY7EMbbG0911iQJY+2SJJTaMLJbfe8/VFoboGZvEGbMf9H6fEABz24c05yaKbrrLLrNPMPt6macWAFb4rLbzFwPAGFQfVsmGDffSZJi2e3qttGt322rA3UpgJJaUNlvkvxsMWMeCLebIzELoEp1swM+xS5AtCA2Sg8DALDbiDGSCzssECfdIYBUQRScplH2JOXDI7W1hJyQFhZASzJjZqvFG7HCfbUcHqfNwsS6u2MsCHIgs78o5e3LyKijjZoQVKfZ6Z8qNYyilHjB3/bCFkNzxbq4VLoL4MM9KXxiTjHfvORDDNpHq8rs1FQWpnDgOkmNOmOu/8lCRQXlgsCnZG8RMZQQk1tJRzojBgAVBSZa3RLiGVNNI9DJiing0x1dSy6nBCwAZBePVonxYM2KNUmk6FlidBRLjw1TRoYW+jQQtNwhZxcDUAhWez5czXR4ONNMAWCExxoMjEccSJZJdqyp1PcDLA2WxV4WcxYP8ByzAfFusDVXZD4uSKEjAYQCUw2OkkDV32qadQLGy5ZuF01324XUc3IA5eGWVZjDkg2zLAAkLayXffpQaZ5xSABU6VO5VgSlgsMhh2uGSP3igBBB4SEYWOD1SSrBNp/7BIpheReTa6M3dXIEzl/7BZjB9VsoRZZpr1tTkpnHVeDGs3Qx0SaNJqCrAraLL2qBAeQHDhDY/OyCCye+7pRYa2Sca7s1kaWUxOr/9LCZ5c8CybkHrQTPsonGcxYTF13Yxln8U2kdumVVJS4ZpAjZ4ECRBKKIOTkM64wAAKaug08eyY0c8AMh73b+E+yvkU5ucwz/yIOr65pfORl4RbtNJpwsaBgrpZ/WFOykj6ikl46iIDBn7UPbtqgliMEuCNC3C57Jc0/sDkj1q+ec8RP++XdUaPqYwxru2cA6LhGLy9wQVKY1r52EWKbnROATBaH2L2YT2dQMt4dyhHzeanPP/mOe9z54nFPRoQmuKMST21wFsi9lYCvymwZKqIRlQmFEHEVIFM7CpbIs62QQ7a73m9UUU9pqUAWZRGGClhg5JYd4XXXUF2LjRaLiJkgDnQ8DCrWIw52sOrHO5wg/XzIIo4U6Ui8E8sslhFf/bRuQ6I432pQhoIkPA9KOINGlJQycGsWBPDiUAfGnpYJZawgJjpUIPzA+NiPiBGVGzjKqTIBjy4RUWxbMJ5ozqNAYphnocZkG+FqKPuSGGOqJiga3usCTZS0ghyZE2QhLSAIdGGSHT4cJEb2UY2rPILfaRiMQqoVk0saTFZGG4xUlBitlT4uhaGUndSXAwbUCmWYRn/AB6/0N4TX1lIL9LSlnTYBydFEgx9rEM8BuhAEWkyTAWAgR7b+MU7tCGyD5wBWpZgYgmuYInedMEGVNiVM3lzR5WkbJo0WYEBMrAObGbrBjfoSBcPmbw61NJ5LbAnSEgRjH1oo4yL+cIpY8JOd24DkKIY1DrQ9YFKfCqOPKBja87wk8UwoAsCbc0oo/KFg9ZkGdZrAEOzBQMYfESis6SoRReTgYxuJBfk+Ic2ptU4Pb6EpO88aUdeQQ543MEAPcBTIA7Yt94ADiiF2EchrDeBpuKUL8hIlAIM2tOYCAOoQnVQQ0NC1JBIlIfKQ0cvUrDUM2zDH/BQxAipuk4HljSr/x+Jpz868IEsTWKFzWSN01Syh3uEaBr32ENKmOpWvpBiHTulK03sqhx4fOONrLlGK/daVJFs0wKNaMcg/lrRYwzWACIAmEqkUFWXXNWkI/lFO2yRhHRsgLIpwmf3+NkaQaDAYvQIEUfeQw8wpISlpFULXAuaWuRYzwCX4IeszkMKfbzjfXwlyTY3gInc7hYdxcDdYkywCJHCxELtxCpylZuEE5yguc910EsTyBpBsMoAUVjHcT/SyHXY8AXgzYppUUtemQijA0uNRj3E2ZtY/KMe2YMvT+RLX93ysA7uOEd3FRAKYRqgD/eQcEiSu9wCF/jADtIb3zDLGUjYoHHwIP/H2ESiim/8owYTwHBWxCtXDstkH2xICbHuUY9gvHYtsfDHHz2SYqusuL7JG8U+bCEJZ1xDAQpYBU3GRA93fGPEHdkxgXvsY+fWp3Wvi11rKtEDBAgoHOVQckhisY13uCEZMoBylB95WmpVeSbYOCextOEPctyZM6rwxz4CRearmLnFyYICOSTBgh57YRYKkB5MsLGKMbGDC8srBwo5kuc97/nH2YlY92LamTMQUgbLaIenOxKLb4DDDQV+dKQlbRVnnGaGlpZJKIKbAUXcYx/ZCAYB1UKKp0Y1GvuY3EZIjRVTJwsZYuj1CTShnzi7ZBkiW4ytjZIGa7TjF7yOd4//f80bT/IAlLwBxQJaIIx36FrRzYZ3j6M97avEAjQGgCC2s12ELAsoFOMgzDym8YtavFYVv8hGPf6BWMXiAB7tQOG6s9LuBHVCEgHfgThq1BJs4DFOfbCevo+SBneAQ88BF3ifW7NMFmpHEAYohD7s/HBwRHzPE6e4Vc7x4d9pPDGE+PBiFtOAL7RiHfR4iT/msfZ5+IMf6wjFFMQ+dyrSYx8/oG1naG4ZfbA64P8YlTkyeexyMOMecxD6UTJxCKT3euB9mUQ+nej0p7chExX9RqJFUQtyVB3pWM86SZjRBu943SayYIMMzEt3sYvgC6//QuDobgJCmEMWCV0MDn7w/4RydJk1e09KHYjReMCLICUmWEbDNwJJfXAhKYtvvK+VjpVmbi9pc8xOJexFSMsbBRDzyHwtyuEML0Qf9KFfsjkWU2/Ti2UZlCCDDDrO+rmv4AubgAdMNoH7AQygD+P4h3JABmWzio2CBjZwCxZTClVgPJzTudCQhXpwOI7IB+dDCuiLPj5bgA/gwA78ALfhiDIAAb/xJBcIhOyAhEGKmS+Iiu7TnH4AByzIwBM4P/QLCW8IjipoP+NAo1VYhUVggyBkg0UgLpgQBinov7Hrg2LYB39oh2kIhpJzj1pAhm+Yh38Yhz5QrP1QwKPQhQaMN0lQA9+xkpCowDpwCKPAQP8sYMM2dEMskIcikIE5pMM5dAAECCiOeAMQeJ3Lyg5BILSCoAQcAy07yISkoIVnm8EatMGPQIY+QKcd7KkfIIFMW6o5aIVxQLt/UDu28weXoIdiiIQv2MIhiQQ2sJ75OrMvDDgWSIeowARamIdseCxRqEBAQIe6gD49qAdy8MVfBMZ58IZhJMZhPIdTMIC2iiM+1Kfpag1QMLLQOAhkSIv32IdDRIpEnEEahLRGHIla4IXFyD9JRKWEgYdFKILAYL0MgL0vmCT6k4Hacwl4QMWCYDFAAIeAKwUtWAxMGITLoMWOqMAjaAprcALoO4Rp4AtwNICb2ohESBo+fJ0Fa43/HhiSCNwiUcgGbDwKbVzEbvTGkCAFe1g/cizHueE5SqgCGVBH+hO7DvABNtiEuXoJekxF+qqH8tszSfgEdDIAf8yBHABIQKrANIgOhFTIR9CDpWRKSdgISWDKpTSEzQtHh5yEA5JIPuSB7LiAFvgH1wKJacgEK0jDI/DIDGTEkOSIras0k7SioKEJH6QEIWQDSvBBdTIMmyyIT3gHSWBDPZAG0nMAxvFHDliAERiCoaxAR0CHTCgKpBSFoyuwHXBKUVi1PWMBqmxIUbAErJRIF0CCQOONCZABaxgFLvsIsayoujhL8wNJtfwIaMAVr3BLGoJLGtLLDmiEXugFQgiO/w4QBiwqzFA4g7sgSKdoviOAgkx4hoNkvISMzD2jzI54BL87gcxkyC7ghBXigSsIBGfMDtKkhiOwAlnUK1EQy+NEh29RRLR8TdjsiEeMxNqMoNu0Ir2cuyrIP+EcBA6IM3MwgguYAYKcBwtUvOdUSMmcTo7QA+vEzqpMhDcYNvsQzyPIgSMIA2WAuY0QS7IkSLNsT9eUNvjkCIsTR/pcH/vco31YhTmQyXH8B/70T5cQBhTggCFwBwNVQwSNTumszAbFTM10yI+YhDeAqd4QzxkwAA64UH5Dh1gQS0BwB1WoAxDdxrSETVRQDAPoDxR9HBXlMBllv5ZAgRnI0efjUf8Cs84ToEwgLTBWe9DN7Igi3Rs+nFDOEM8RMIJFuAAmBax6wEZAwIUwaM3Gw1LYBDwDGFMvDRYwJS8ZDSaXKNMzvcA0pUydnEzr3AFQSII4tUojzUo+fINAINVSNdVTRdVThQAZoAY9bQk+9VNc4EijKNTPe08S3YgJMgAaY1SVcdTU4s8c4AAUAJZJ1dEjgEwxqExMlc6A8gIhxadQldZppdZqBYEBYFVXdQk+nYFMmFUr/cgRxVVRWAecWIRe9VWUtDSWaYRR0BeIMALiMFY0PQHo9AhmZdM83IjsfMgr8EyJHNVUFdiBDYRVbVUjgAk2GAFvRcQQNdRbxVUcpCT/dG1Uda2yfVAAB5iZmhkBCTgDETDTY4VMj3DTAntWj+DXjkgEf5XIO+2LPK2BhF3Yb63VgDtUtfQGw5EminUJJcCHGPnV1JIFnDCbfBmCEViAHKDUA61XhZzKjSjZVuOIqUzZj1hZF3BZvhDPIeCACzjXllBYhs1Gh7VVccVV2RwVnnUJAWgGoLVYbFsEot1YJxiCI1jaHW3ayHzWkl3Tvd0BIXWTDOiAetAtYfXafwhbmiVbm4VYEq2GMiIVtf0HtnVbk4zbmJnbu0XWND2BTu0xFjAEZu1UT3WT9NiAT3CHwu1aGZjZhr3SxoXPnDWAnVVbyv2PoMW2PYgKs5mH/zCgV+iUzOt8Wnwl3dIlpNOdB9XtVsXNQBaQhHPYgAwY144Qh86pIsm1Xf/AXWzbB92NmU94lbKETMkE3Y5g1uJ1E/k6heRVQ+ZFOspMBzmwHiqYXo4oVwP42tpt29t9W0ns3qhwADJgB1dwPujThATdsyTQ18t8U8D9FPVNXrHtyMXdAU04B/k1ALaqX47gh5QgHezdX+3tX3LcB0LACQWoAj4ZBU2wBXhAYB99yh0I0qp9YBXcgFPYh1FwXem04O7K4CHdYFFI1FUwhhB4gBD4hzV4gCVegxjJgmCBBSSGiew9ju2VxEVwHgg7Bx9og6SMyqV8hKf8YqqtSnbZJv8RuIVvSIMJ7rEKjrGUuAAgDmJVUD+M+wdYeICWyIIHgAU8fmL/IAAozuMpDuEqHmH63ARjWowuXsgyDiQVVAFoUAbn08YdsBUfHq0g9ghoYow7HuQ9bglPyOMYWOI/JoJSbglEMOIYiAeXiAEACAEkjgFjaIlZ/ocQUGICyIN/MIYYIAICeABa/odTfoAnxuOYoGLjsGK3pDUsiwL/CJC2MuNAFIJ1GAVcMARbiQLRkmZN3ghm8CrpOeZ/AGVyDoEsIIJUJucYaIkQ8ARR5oZ/yANhbolAbgk+vmdY+AcCaGJECGRYIABEGGYkzgJ2vmVPGOeXSObiWGb6/CiXhOj/uWMAfS2ZBlsMMtgHeVipbvbmjaiGhYnccc4CYF5iblBiT3CJByCCLMiCc46BP44Je/4HfJ5pfZbpfx7kY1Zplj7nhF7bQlbmQ+7VfYBEAwCDJliCpFbqpWbqpKYC/MkaQXgaClAkMepoj7CHqAgmkeZjfW6JNQgBAmBnAkDoPo6HBxBomZBpmsbnm/bkljhmsu5jWIgHn24JAQCAvNbrvebrvt7rMpBcmYiKT8hIijsDFLABq77qjtBSg4HrTx7klmjlf4iHQA6BXZbsNTDomE5pr25rl8Dpx75lzKZsu55coA7sMFmYL1DIxQ7iX0BGBSCMePjlJy7ndn7pGGBn/2MggJU+55l+aZrG7XTe41MmAJsG7bd+a9727Sww7YVObRkZExnwBtcO4tEjIbjuY8qmZ7h27pfwhHl2CVjIg3iGie3+B09YA24QZq++45agZ3oOb2Hu7rtG7eiOEZYxAHPQPOsm0fvtusCGbvz+D5zYA/XybxI1UQMowl4dcAI/jjHpgHNI8LO1oVgT8PuG8ONYhsWIBgKs8KzTsIlN7Qff8OJIKDJIphBvRE6mSf098TBJFAuwBxYPyceNG/w28Rg/DHNIiVM4TxunOFQ4h5TI3xLXcB4vjYUxAXEQcvSrtpjpLxBWchlJDgMA8icf8iJvS/xGhJ+t8hhhcie3j/8IOIAzPwAm0A4aoAGrAAI0P3M/4IkICAA4wAo6b3OQsAQaAIJFiXILmPIwF3SbuPIsr48AAIAzz+s+740ACACroAEACAA0l3OSOAAAsPOr8AM4AM+OgINExxMiT4lIHfRSF4sxtw9H3wgSAAAN2AgacPQD2AJRePM3DwASMIMDuPWNAAJHD4A214C8PgBX3wJd/3WPiPQ83wg/OAAaoPMDYISN0ABfx3Rmd/YAiICNYAQ6x3Y5f3M514AI6PVdv/RJ7/Npn3Rl144/D3RTd/eXuPJLKGzWcHQ4gINL73NWB4J7DwBGiPQAmHZJj4C89gMmSHQauHQmGHc+34JWh4P/YFdzjvj3M8/2Twf4S3d1Vm92RLd3SXf2VheFSycBjReFSLfzSx92SWcEVv91Mwh2EtgCEsj283iFaBj1d8d5mlgYBwiHWqT3vSaBjXB0Nh94ODD5kMd0pL93ADADUfj0AxAFVReFgScBGgh2dZ/4A6h4AGjzp4/6AOCnS+/4PK93UFf6o9f1jRB7r5/6g2/6+pBYQM/5uZe1lMCBazgPR891AAj6r2dzNt/zpBd7pR98r5d6kf/7t391rvd0xjf8R1f6Tyf7Ojd7sUd7yF97s/cDOs9rV9cOYuCD9KH70d/WxZB37VB1RkB0NU/4jWACP0B7wcf0q6d1kHd0S7AE/1b3fDOYdYnne3u3c8l3elBH9FnP/DYHAgCIANUHe0twdH8XfMzHdK/f82jfAqnvjZpPCdokfdIXD573+b6QeoMPgE1HdEfH9Ng/edlHdGhv+0lHevTHer4e++GHeoOXdI63+POXcyag9qAHCBoA4Ig6EEBUwYGiAgAIQCNCgIgBmCCsaPEixoyivKkwYMHcv5AiR5IsafIkypQqV7Js6fIlzJgyQ5pzYADHNY06d8IhiLCnpZ80mPgRZcmnH6Q+RZmhYcZiz6Ki/AABshTh0Z49fwYVBUeqHxqMknoFQGNrRUZVpR5FSHbqUqBehzLaaTcjMT4GDFCa6fcv4MCCB/8TLklpb59edxczbuz4MU+zkCdTrlhLloKbhTdz7uz5M8sie0/lqmz6NGqMlpymbq1RlTabDkCCrm37Nm6X+0wYUFAsluvgwocTt0vqWofesnIzb+7cNjYLHqOpKs74amPswv3UddvduvFqMvb2fW7+PHq/mA2Y6EYK/E4NQLxKjHj3IGP8GKvuD3DgQAQ/HQCfXc5osRcZ6Sm4IIMnHWZAENW8R+BFZgRIn0bYEaTfVBdxp5FUotBAA0YhHkCRiCRSiFEvd+xVRIMxyqggGXvpAM2EK4oSAYpwcChiBP8FUJePQtIn5BaiMPLfARogdBAcTAawhR8R8ajRAfMpOaD/jhW1uNcK+8w4JpnMSWEjjl3qBwcAEbgZIA1OiqIBiQc8tRB9QW0xYARaXgllAEExMeCIOvn43QEhrvgle/CU+Sikn51pwI05Erjmj4WmWGVFUHKJ55AIFeqpgClqZMlEFh2gHXiMmuBopLHKKtikla6I6UWajsjpk159elCoppLqq6kY+YhiRavq6Cqsszr7LEw1UnoNKhR+6mOuKo5KECPDAhFgnwj9SSyxNJCAkRkBaHfAd+CR4oyLjUI7L70rsbGXCtrUQqAGPdZ3kK4kMuEfREf+V9eS/8kJ5YVwBNhtuBVBJNGFS1KoyjUHylsvxx2PNMdeFvBCDHx+fNpY/4hRGuVhu6j1S2At2nS0scc1c7yJTQYQkqZ1JMg5mcrwDUogMbzkXIWYNitd7zLJGVBEN9VZxyrKBFLtGinQELKXAoQs/XW98PiwlwnaBNMl2mlfFIs4ohmwgTBgy03vvQY4cMk1r6i9N4XvFuO0DM3OPfisOO+FQzQk8734cLmYo7EBbBA++bPm4MA1H97ozTjnpmXdinQGdLAc5aXPukjOKkSDjKWdu35XMOZMagAZSZt+e6TmjN3bHOYg8zrwOuUiDiWhj4478rKGEroFhKzzS/DRixKLN63whqDtyWtfJjxfZPb2Kd7sKz3nqlQTzXiHx709+5BiM7sKvFwDPf/5ascCjTlus7dK+/1HKszlDneKdbCufisKhjeiEYW9vK08/nvgo1axAgZugBDwgMbmDDgcVCDDHp+Ymd32kD0IknBMoQhgb6qgjWsEo3UarEwtoHGOPYTubRYsIQ7dV4Wc3eQT94AG/V4ImfvZgxdR+N5NQpHDJUYKHoTYAAMVEIVT7AMa4xOiXV7BjHVEowo1dEAVsMHEMcYqFEVAIhh5YQ9oBKNaWKwIKXIxjXNoow1QZKAJbkjGPTZxEbsLWRU+AQ9xTCMXLgxeLJjhDX60ggxO20sH5iBGPlJSVuYgRPrw+IVW8MMbhZQa50hRC2ZUgx/FuEMm97KBLyyjkq7ofBY29uADJOKrDa0wRyengYwrUigWwZiGN+xRxDvMkoFgYsP6XqlMaMmCDankmgy+sAhe/OMc3qjGNKZRi1oc0jGvqMUvgemNf0TjE22QQQ01uYkRLrOdz9pHKMggA1oysAMyKEIb2sALNf7DHt74J0CzKdBsAhSg/PiHNnhBiTZ8QQYgNKYBVlAFStDGnRat2TI2wQYc3BGixrSADEIq0nyStA3yFGlI6QlRB8iADJRI5kVjCjZ4rGIObJCCDCbo0Z3y1KMg9QEb5rCKisq0qLgTxioWwYalMhWlIiUDU5e6iFVMcnABAQA7)

You can also combine the tunnel and transport mode rules, to have a client establish a tunnel mode connection to a remote site, and transport mode end-to-end protected connections to servers in that site. The transport mode traffic is sent through the tunnel as is all other traffic between the client and the site.

For more information about IPsec, see:

 [Windows Firewall with Advanced Security Getting Started Guide](http://go.microsoft.com/fwlink/?linkid=64343) at http://go.microsoft.com/fwlink/?linkid=64343.

 [Introduction to Server and Domain Isolation](http://go.microsoft.com/fwlink/?linkid=94631) at http://go.microsoft.com/fwlink/?linkid=94631

For more information about the IPsec functionality in Windows Firewall with Advanced Security and its use in supporting serer and domain isolation, see:

 The [IPsec](http://go.microsoft.com/fwlink/?linkid=95394) page on TechNet at http://go.microsoft.com/fwlink/?linkid=95394

 The [Server and Domain Isolation](http://go.microsoft.com/fwlink/?linkid=95395) page on TechNet at http://go.microsoft.com/fwlink/?linkid=95395

Next topic: [Group Policy](#z7863c88524e44ad79992b98b5fe843ab)

Group Policy

Group Policy enables you to perform your administrator tasks more efficiently because it enables centralized computer and user management. Centrally managing the configuration settings of the computers and users on the network can decrease the total cost of ownership for an IT infrastructure.

How Group Policy works

Group Policy is a technology available as part of an Active Directory Domain Services (AD DS) implementation. When domain member computers connect to their Active Directory domain, they automatically retrieve and apply Group Policy objects (GPOs) from the domain controller.

A GPO is a collection of settings that can be created by a domain administrator, and then applied to groups of computers or users in the organization.

Configuration settings and rules that you want to apply to the computers in your organization are stored in GPOs that are maintained on the domain controllers of an Active Directory domain. The GPOs are automatically downloaded to all assigned computers when they connect to the domain. They are then merged with the local GPO stored on the computer, and then applied to the computer's active configuration. Group Policy provides easy centralized management, and detailed control of which computers receive which GPOs.

Because the capabilities of both firewall rules and the implementation of IPsec are significantly enhanced in Windows Vista and later versions of Windows, we recommend that administrators leave existing GPO settings in place for earlier versions of Windows and create new GPOs for computers that are running versions of Windows with Windows Firewall with Advanced Security. By applying the new GPOs to the same set of containers as the old GPO settings, and by using WMI filters with each GPO as demonstrated in this guide, you can ensure that you apply the most appropriate settings to each computer in your organization. For example, create one GPO (or set of GPOs) to contain the firewall and IPsec policy configuration for Windows XP and Windows Server 2003 computers. Use WMI filters to ensure that these GPOs apply only to computers that are running those versions of Windows. Use a different GPO (or set of GPOs) to contain the firewall and connection security rules for computers that are running Windows 7, Windows Vista, Windows Server 2008 R2, and Windows Server 2008. Use WMI filters to ensure that these GPOs apply only to those computers that are running those versions of Windows.

For more information about Group Policy, see [Windows Server Group Policy](http://go.microsoft.com/fwlink/?linkid=93542) at http://go.microsoft.com/fwlink/?linkid=93542.

Next topic: [Requirements for Performing the Scenarios](#ze245fa7756ea4c13bb2d83ce018e5834)

Requirements for Performing the Scenarios

This section describes how to configure computers to try the scenarios for Windows Firewall with Advanced Security in a test lab environment. Step-by-Step guides are not necessarily meant to be used to deploy Windows Server features without accompanying documentation (as listed in the [Additional References](#ze4248de52d0747219c54163e351e33fb) section). Use this guide as a stand-alone document with discretion.
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If you accidentally apply Windows Firewall with Advanced Security settings to a GPO that applies to production computers, you can affect their ability to communicate with other computers.

In this section:

 [Hardware requirements](#z1)

 [Software requirements](#z2)

 [Required common procedures](#z3)

 [Setting up the lab computers](#z4)

Hardware requirements

You must meet the following hardware requirements in order to set up the test lab:

 Three computers that can run the operating systems required for the roles used in this guide (see the "Software Requirements" section later in this guide). The computers can be physical computers attached to a physical network, or virtual computers that are running on Microsoft® Hyper-V Server, the Hyper-V server role in Windows Server 2008 R2 or Windows Server 2008, or Virtual Server or Virtual PC and connected to an isolated virtual network.

The computers needed for a test lab for this guide include the following:

a. DC1 is a computer that is running Windows Server 2008 R2 or Windows Server 2008, Standard or Enterprise Edition, configured to provide the following functions:

 The primary domain controller for the Contoso.com Active Directory domain

 A Domain Name System (DNS) server that can resolve names for the Contoso.com DNS zone

b. MBRSVR1 is a computer that is running Windows Server 2008 R2 or Windows Server 2008, Standard or Enterprise Edition, configured to provide the following functions:

 A domain member in the Contoso.com domain

 A manager and editor of the Group Policy objects in the Contoso.com domain

 A Telnet server

c. CLIENT1 is a computer that is running Windows 7 or Windows Vista, configured as follows:

 A domain member in the Contoso.com domain

 A Telnet client

 The computers must be connected to each other by using a network. We recommend that you use a stand-alone, isolated network that contains nothing but the computers that are used in this guide.

![](data:image/gif;base64,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)Caution

If you connect your test network to your production environment or to the Internet then we strongly recommend that you make sure that all computers are updated with the latest security updates and are running appropriate antivirus protection software.
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The steps in this guide assume that your computers are on an isolated test lab network, and that the names, IP addresses, and so on, do not interfere with the operation of other computers on your production environment.

Software requirements

 For DC1: Windows Server 2008 R2 or Windows Server 2008, Standard or Enterprise Edition.

 For MBRSVR1: Windows Server 2008 R2 or Windows Server 2008, Standard or Enterprise Edition.

 For CLIENT1: Windows 7 or Windows Vista.

![](data:image/gif;base64,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)Note

If you use Windows Server 2008 on MBRSVR1, or Windows Vista on CLIENT1 then you cannot perform the steps that demonstrate features unique to Windows Server 2008 R2 and Windows 7. These steps are clearly identified in the text.

Required common procedures

The procedures that are shown here frequently occur in this guide, and the steps for them are not included in-line. See the steps listed here any time that you must refer to them.

Responding to the User Account Control dialog box

The User Account Control dialog box can appear when you try to perform a task that requires administrative permissions. If your account is a member of the local Administrators group then you can click Continue when you are prompted. If your user account is not an administrator then you must provide the credentials (user name and password) of an account that has the required permissions.
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User Account Control dialog boxes appear much less frequently in Windows 7 and Windows Server 2008 R2 than in earlier versions of Windows.

Administrator command prompts

Use the following procedure when you are instructed to open an Administrator: Command prompt.
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|  |
| --- |
| 1. Click Start, click All Programs, and then click Accessories.  2. Right-click Command Prompt, and then click Run as administrator.  You can do the same thing with any shortcut to the command prompt that you put in the Start menu, or on the desktop, or that you pin to the taskbar or Quick Launch bar. |

Starting Windows Firewall with Advanced Security

Use the following procedure when you are instructed to open the Windows Firewall with Advanced Security MMC snap-in.
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|  |
| --- |
|  Click Start, in the Start Search box, type wf.msc, and then press ENTER.  Alternatively:   On Windows Server 2008 R2 or Windows Server 2008 you can click Start, click Administrative Tools, and then click Windows Firewall with Advanced Security. |

Setting up the lab computers

First, set up the domain controller and create the domain that has the required user accounts.
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|  |
| --- |
| 1. Install Windows Server 2008 R2 or Windows Server 2008 by using the following settings:  2. Set the local Administrator account password to Pass@word1.  3. Configure the network to use the following settings:   IP address: 192.168.0.1   Subnet mask: 255.255.255.0   Default gateway: Leave blank   DNS server address: 192.168.0.1  4. Name the computer DC1. Restart the computer when you are prompted.  5. Install Active Directory by using the following settings:   Create a new domain in a new forest, and name the domain contoso.com.   Set the Forest Functional Level to the highest level supported in the version of Windows Server that you are using.   Include DNS as part of the installation.   Use the password Pass@word1 for all user accounts.  6. After installing Active Directory, restart the computer when you are prompted.  7. Create a new user account in Contoso named Admin1, with a password of Pass@word1.  8. Add Admin1 to the group Domain Admins. |

Now install the member server, and then configure the required services.
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|  |
| --- |
| 1. Install Windows Server 2008 R2 or Windows Server 2008 by using the following settings:  2. Set the local Administrator account password to Pass@word1.  3. Configure the network to use the following settings:   IP address: 192.168.0.100   Subnet mask: 255.255.255.0   Default gateway: Leave blank   DNS server address: 192.168.0.1  4. Name the computer MBRSVR1, join the computer to the contoso.com domain, and then restart the computer when you are prompted.  5. Use Server Manager to install the features Group Policy Management and Telnet Server onto the computer.  6. Use the Services.msc console to configure the Telnet service to start automatically whenever the computer starts, and then start the service. |

Finally, install the workstation client, and configure it.
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|  |
| --- |
| 1. Install Windows 7 or Windows Vista by using the following settings:  2. When prompted to name the local administrator during setup, name it localadmin, and then set its password to Pass@word1.  3. Name the computer CLIENT1.  4. Identify the network location type as Work.  5. Configure the network to use the following settings:   IP address: 192.168.0.101   Subnet mask: 255.255.255.0   Default Gateway: Leave blank   DNS server address: 192.168.0.1  6. Using the Turn Windows features on and off option in the Program and Features control panel program, install the Telnet Client onto the computer.  7. Join the computer to the contoso.com domain, and then restart the computer when you are prompted. |

Next topic: [Examining Default Settings on Clients and Servers](#zb872d80528684fe5b0af5abc5549729a)

Examining Default Settings on Clients and Servers

The functionality provided by Windows Firewall with Advanced Security can be accessed by using three different user interfaces:

 Windows Firewall in Control Panel. This interface provides access to only basic host firewall settings and is intended for a consumer in a non-managed environment. The Windows Firewall icon in Control Panel has limited functionality and is designed for consumer control of a single computer, instead of enterprise administrator control over lots of computers.

 Netsh Advfirewall command-line tool. The netsh command provides the ability to modify many aspects of a computer's network configuration in a scriptable manner at a command prompt. This includes the ability to configure the Windows Firewall with Advanced Security settings and rules for a single computer, or for a domain Group Policy object (GPO) that can be applied to many computers in an enterprise environment.

 Windows Firewall with Advanced Security Microsoft Management Console (MMC) snap-in. This interface provides access to both firewall and IPsec functionality, and is the primary means for an administrator to manage both an individual computer and a GPO. The MMC snap-in is not designed for a home user, but for the enterprise administrator.

Each of these provides different abilities. The Windows Firewall Control Panel program is significantly restricted because of its target audience of home consumers.

The Windows Firewall with Advanced Security MMC snap-in and the netsh command-line tool have very similar capabilities, but there are still some differences. They are discussed in this section.

Steps for examining default settings on clients and servers

In this section of the guide, you learn how to start each tool to see what functionality is available through it. By using each of these tools you see the default and current configuration in Windows Firewall with Advanced Security for computers that are running Windows 7, Windows Vista, Windows Server 2008 R2, or Windows Server 2008.

[Step 1: Starting Windows Firewall in Control Panel](#z059301885e9b4e4db1342940519d0efd)

[Step 2: Examining the Basic Options Available by Using the Control Panel Interface](#zb70ca22ab359405d90cd4d564df28281)

[Step 3: Examining the Basic Options by Using the Netsh Command-Line Tool](#z20937ecd7005477db4596f73e86c8240)

[Step 4: Examining the Basic Options Available When Using the Windows Firewall with Advanced Security MMC snap-in](#zb799c1490c19432a924095a4e65304d8)

[Step 5: Examine the Differences in Functionality Between the MMC Snap-in and the Netsh Command-line Tool](#z47f43fe9c5fd4bb894451149855751d8)

Next topic: [Step 1: Starting Windows Firewall in Control Panel](#z059301885e9b4e4db1342940519d0efd)

Step 1: Starting Windows Firewall in Control Panel

In this step, you open the Windows Firewall icon in Control Panel on each of your domain member computers.
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|  |
| --- |
| 1. On CLIENT1, log on as contoso\admin1 with the password Pass@word1.  2. Click Start, and then click Control Panel.  In Windows 7, the default Control Panel view is View by: Category. In Windows Vista, the default view is Control Panel Home. The steps that follow assume that you are using the default view.  3. Click System and Security (Windows 7) or Security (Windows Vista), and then click Windows Firewall.  4. On the Windows Firewall page, note the following default settings that are part of a typical installation, as shown in the following figures:   Windows Firewall is enabled on all profiles.   Unsolicited inbound connections that do not have an exception are blocked.   When a program tries to listen for incoming connections and is prevented from doing this by the firewall, a notification is displayed to the user.   The current settings are those assigned to the Domain network location profile because the computer is joined and authenticated to an Active Directory domain.  Default options in Windows 7:    Default options in Windows Vista:    5. Keep Windows Firewall in Control Panel open. |

Now examine the same interface on Windows Server.
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|  |
| --- |
| 1. On MBRSVR1, log on as contoso\admin1 with the password Pass@word1.  2. Click Start, and then click Control Panel.   In Windows Server 2008 R2, the default Control Panel view is View by: Category. Click System and Security and then click Windows Firewall.   In Windows Server 2008, the default Control Panel view is Classic View. Click Windows Firewall.  3. On the Windows Firewall page, note the following default settings that are part of a typical Windows Server installation:   Windows Firewall is enabled on all profiles.  Note  If the computer that is running Windows Server was upgraded from an earlier version of Windows Server that included Windows Firewall then the On/Off state is preserved in the upgrade.   Unsolicited inbound connections that do not have an exception are blocked.   When a program tries to listen for incoming connections and is prevented from doing this by the firewall, a notification is not displayed to the user.  Note  This differs from the default setting on Windows 7 or Windows Vista.   The current settings are those assigned to the Domain network location profile because the computer is joined to a domain and authenticated.  4. Keep Windows Firewall in Control Panel open. |

Next topic: [Step 2: Examining the Basic Options Available by Using the Control Panel Interface](#zb70ca22ab359405d90cd4d564df28281)

Step 2: Examining the Basic Options Available by Using the Control Panel Interface

In this step, you examine the options that you can configure by using the Windows Firewall icon in Control Panel, and compare the differences between the client and server versions of Windows.
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|  |
| --- |
| 1. Perform the following step two times, once for CLIENT1, and then once for MBRSVR1:   If the computer is running Windows 7 or Windows Server 2008 R2, and then, in the left-hand list of tasks, click Turn Windows Firewall on or off.  On the Customize Settings page you can you can enable or disable the firewall for each network location profile. In addition, you can choose to block all incoming connections, even when an exception rule exists that ordinarily allows a connection. The Customize Settings page also lets you specify, also on a per-profile basis, whether the firewall notifies you when it blocks a new program and offers you the opportunity to allow the program. Choosing to allow the program creates a program exception rule for that program.  Click Cancel to close the Customize Settings page when you have finished examining it.   If the computer is running Windows Vista, click Change settings, and examine the General tab.  On the General tab, you can enable or disable the firewall. In addition, you can choose to block all incoming connections, even when an exception rule exists that ordinarily allows a connection. To change the notification settings, you must select the Exceptions tab, and select or clear Notify me when Windows Firewall blocks a new program at the bottom of the dialog box. Remember that in Windows Vista or Windows Server 2008, changes that you make here apply only to the currently configured network location profile (Domain network).  Close the dialog box when you have finished examining it.  Caution  Do not disable the firewall by stopping the Windows Firewall (MpsSvc) service. Because the Windows Firewall service also implements Windows Service Hardening, which provides additional protections for other Windows services, Microsoft does not support disabling the Windows Firewall service. Instead, use the interface shown here in the Windows Firewall icon in Control Panel or use the Windows Firewall with Advanced Security MMC snap-in. For more information about Windows Service Hardening, see [Windows Vista Security and Data Protection Improvements](http://go.microsoft.com/fwlink/?linkid=98656) at http://go.microsoft.com/fwlink/?linkid=98656.  Disabling the firewall by using the Off setting on the Windows Firewall Settings page does not stop the Windows Firewall (MpsSvc) service. It does stop Windows Firewall from filtering any inbound or outbound network traffic according to the configured rules.  2. Perform the following step two times, once for CLIENT1, and then once for MBRSVR1:   If the computer is running Windows 7 or Windows Server 2008 R2, then, in the left-hand list of tasks, click Allow a program or feature through Windows Firewall.  On the Allowed Programs page you can view and modify the list or programs that are permitted to listen for and receive network packets from the network. To see more information about an exception, select the row by clicking the rule name (do not check a box on the row) and then clicking Details. For each program, you can specify which network location profiles use the exception rule by selecting or clearing the boxes in the Domain, Home/Work (Private), or Public columns.  Click Cancel to close the Allowed Programs page when you have finished examining it.   If the computer is running Windows Vista or Windows Server 2008, click Change settings, and examine the Exceptions tab.  On the Exceptions tab you can view and modify the list of programs that are permitted to listen for and receive network packets from the network. The selected exceptions are enabled. Most of the entries displayed here represent predefined rule sets that are included with Windows. If you click the name of an exception and then click Properties, a description of the exception appears. You can also create your own custom program-based and port-based exceptions on this page. You can specify a scope to an exception: any computer, the local subnet only, or a custom list of addresses and subnets.  Close the dialog box when you have finished examining the Exceptions tab.  A computer that is running Windows Server and configured to have a network server role, such as a domain controller, typically has many more exceptions enabled to allow access to its services than a computer that is running a client version of Windows. For example, the MBRSVR1 computer has the Telnet exception rule enabled because you installed that service as part of the setup for this guide. The rule was created and enabled automatically during the installation of the Telnet service.  3. On both CLIENT1 and MBRSVR1, close the Windows Firewall page, and then close Control Panel. |

Next topic: [Step 3: Examining the Basic Options by Using the Netsh Command-Line Tool](#z20937ecd7005477db4596f73e86c8240)

Step 3: Examining the Basic Options by Using the Netsh Command-Line Tool

In this step, you try an alternative method for seeing the basic firewall configuration options by using the Netsh command-line tool.
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|  |
| --- |
| 1. On MBRSVR1, open an administrator command prompt.  2. At the command prompt, run netsh advfirewall show currentprofile.  Important  You must use the advfirewall context instead of the older firewall or ipsec contexts. Advfirewall was added to the netsh command in Windows Vista and is also present in later versions. The firewall and ipsec contexts still exist, but are provided only for compatibility with Group Policy settings created by using an earlier version of Windows.  In Windows 7 and Windows Server 2008 R2, the firewall context is obsolete and generates a warning message whenever you use it.  3. Examine the output and compare to what you saw earlier in the Windows Firewall icon in Control Panel. Your output resembles the following figure.    The values State, Firewall Policy, and InboundUserNotification correspond to the basic settings that you examined in the Windows Firewall Control Panel program in the previous steps. The other settings shown in the netsh output are not configurable by using the Windows Firewall Control Panel program. They are configurable by using the netsh command-line tool, and the Windows Firewall with Advanced Security MMC snap-in.  Note  In Windows 7 and Windows Server 2008 R2, if multiple network profiles are active on the computer because of it being connected to multiple networks then the output of the show currentprofile command includes a section for each active profile.  4. At the command prompt, run netsh advfirewall show global. This command displays some of the global (non-profile and non-rule specific) configuration settings for the firewall and IPsec. It includes, among other things, the default main mode negotiation proposals. These settings can be configured by using the netsh advfirewall set global command. The main mode defaults can also be configured in the Windows Firewall with Advanced Security MMC snap-in on the Windows Firewall with Advanced Security Properties page, on the IPsec Settings tab, under IPsec defaults.  5. Close the command prompt. |

Next topic: [Step 4: Examining the Basic Options Available When Using the Windows Firewall with Advanced Security MMC snap-in](#zb799c1490c19432a924095a4e65304d8)

Step 4: Examining the Basic Options Available When Using the Windows Firewall with Advanced Security MMC snap-in

In this step, you use the Windows Firewall with Advanced Security MMC snap-in to see the basic options available.
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|  |
| --- |
| 1. On MBRSVR1, open Windows Firewall with Advanced Security.  2. Examine the three panes of the Windows Firewall with Advanced Security snap-in.   The navigation pane enables you to select from the main functional areas.   The results pane displays information about currently selected functional area.   The actions pane displays tasks that are relevant to the currently selected functional area.  3. In the navigation pane, select the node labeled Windows Firewall with Advanced Security.  The results pane displays the basic state information for each network location profile. Because MBRSVR1 is connected to the domain, the entry for that network location profile in the Overview section reads Domain Profile is Active.  Note  In Windows 7 and Windows Server 2008 R2 more than one profile can be listed as active, if there are connections to multiple networks.  4. In the navigation pane, right-click Windows Firewall with Advanced Security, and then click Properties.  5. Note that there are four tabs, one for each network location profile and one for IPsec settings. The changes you make on each profile tab only apply to the computer when the specified network location profile is active. The IPsec Settings tab enables you to configure the default IPsec protocol parameters that are used when a connection security rule does not specify otherwise.  6. Click the Private Profile tab as an example. Note that for each profile, you can enable or disable the firewall, configure the default firewall behavior for handling unsolicited inbound connections and outbound connections, and specify logging options.  7. Click Customize in the Settings section. Note that for each profile, you can configure notifications and how your computer responds to incoming multicast or broadcast network traffic.  The Rule merging section is disabled because they apply only when you are managing the settings of a Group Policy object (GPO) instead of the local computer. These settings indicate whether the GPO allows local Administrators to apply their own locally created firewall and connection security rules. If set to No then only GPO-supplied rules are applied to the computer and any locally defined rules are ignored.  8. Click Cancel to return to the main Properties dialog box.  9. Click Customize in the Logging section to examine the options available for creating a log file to capture details about the firewall's operation. Even though a log file name is specified, nothing is written to the file until you select Yes in one of the two lists.  10. Set the value of both lists to No to disable logging. You will use this in a later section of the guide.  11. Click Cancel two times to return to the Windows Firewall with Advanced Security snap-in.  12. You can select the other functional areas to see the currently configured Inbound Rules, Outbound Rules, and Connection Security Rules, but do not change any settings at this point. |

Next topic: [Step 5: Examine the Differences in Functionality Between the MMC Snap-in and the Netsh Command-line Tool](#z47f43fe9c5fd4bb894451149855751d8)

Step 5: Examine the Differences in Functionality Between the MMC Snap-in and the Netsh Command-line Tool

In this topic, you examine the differences between the Windows Firewall with Advanced Security MMC snap-in, and the netsh command-line tool. The following table identifies features supported in Windows 7 and Windows Server 2008 R2 that can be configured either in the MMC snap-in or the netsh command-line tool, but not both. The table identifies how to find the option in the snap-in, or which netsh option implements the feature. Do not modify any of these settings at this point.

|  |  |  |
| --- | --- | --- |
| Features | Windows Firewall with Advanced Security MMC snap-in support | Netsh support |
| Configure the global IPsec quick mode default settings. These settings are used when a connection security rule does not specify otherwise. | On the Windows Firewall with Advanced Security Properties dialog box, on the IPsec Settings tab, under IPsec defaults, click Customize, and then under Data protection (Quick Mode), select Advanced and then click Customize. | You cannot use netsh to configure the global quick mode default settings. |
| Configure the global IPsec main mode default settings. The global default settings are used when a connection security rule does not specify its own main mode settings, and a separate main mode rule (Windows 7 or Windows Server 2008 R2 only) does not match the connection. | On the Windows Firewall with Advanced Security Properties dialog box, on the IPsec Settings tab, under IPsec defaults, click Customize, and then under Key Exchange (Main Mode), select Advanced and then click Customize. | You cannot use netsh to configure the global main mode default settings. |
| Configure which network connections are protected by each profile. If the check box for a network connection is cleared then that network connection is not protected by the profile even if the attached network matches that network location type. | On the Windows Firewall with Advanced Security Properties dialog box, under any of the Profile tabs, next to Protected network connections, click Customize. | You cannot use netsh to configure per profile enabling or disabling of specific connection types. |
| Create main mode rules that specify authentication settings for connections between specified IP addresses, or for connections using specific network location profiles. If a connection matches a main mode rule then it is used instead of the global default settings, or even the settings specified in the connection security rule. Main mode rules are supported on Windows 7 and Windows Server 2008 R2 only. | You cannot use the MMC snap-in to create main mode rules. | Use the netsh advfirewall mainmode add rule command. |
| Create a connection security rule that uses a specific quick mode configuration instead of the global defaults. | You cannot use the MMC snap-in to create rules with per-rule quick mode settings. Rules created in the MMC snap-in, they always use the global quick mode default settings. | Use the qmsecmethods parameter of the netsh advfirewall consec add rule command. |
| Create a rule that specifies that Perfect Forward Secrecy (PFS) is used in Quick Mode negotiations. | You cannot use the MMC snap-in to create rule that specifies quick mode PFS. | Use the qmpfs parameter of the netsh advfirewall consec add rule command. |
| Configure how the computer performs certificate revocation list (CRL) checking. | You cannot use the MMC snap-in to change the configuration for strong CRL checking. | Use the strongcrlcheck parameter of the netsh advfirewall set global command. |
| Configure the time-out value for an IPsec security association (SA). | You cannot use the MMC snap-in to configure the IPsec SA time-out. | Use the saidletimemin parameter of the netsh advfirewall set global command. |
| Specify whether IPv6 Neighbor Discovery protocol is exempted from the requirements of IPsec. | You cannot use the MMC snap-in to configure a global IPsec exemption for the IPv6 Neighbor Discovery protocol. | Use the neighbordiscovery value in the defaultexemptions parameter of the netsh advfirewall set global command. |
| Specify whether DHCP is exempted from the requirements of IPsec. | You cannot use the MMC snap-in to configure a global IPsec exemption for the DHCP protocol. | Use the dhcp value in the defaultexemptions parameter of the netsh advfirewall set global command. |
| Configure a connection security rule that matches UDP packets that contain embedded Teredo packets. | You cannot use the MMC snap-in to configure a firewall rule that matches Teredo packets. | Use the teredo value in the localport parameter of the netsh advfirewall firewall add rule command. |
| Configure Windows Firewall with Advanced Security to allow remote management. | You cannot use the MMC snap-in to enable remote management of Windows Firewall with Advanced Security. | Use the remotemanagement option of the netsh advfirewall set domainprofile settings command. |
| When configuring a Group Policy that contains a list of users or computers that are authorized to use an IPsec tunnel, remove the list and set the effective setting back to “Not configured”. | You cannot use the MMC snap-in, when you are managing a GPO, to set IPsec tunnel authorization for users and computers back to “Not configured”. | Use the authzusergrp and authzcomputergrp options in the netsh advfirewall set global ipsec command, and set each to the value of notconfigured. |

Next topic: [Deploying Basic Settings by Using Group Policy](#z814a075710a14b38a141b76332482e1c)

Deploying Basic Settings by Using Group Policy

You can use Group Policy to define and deploy specific configurations for groups of users and computers. These configurations are created by using the Group Policy Management Editor and are contained in one or more Group Policy objects (GPOs) stored in Active Directory. To deploy the settings, the GPO is linked to one or more Active Directory containers, such as a site, a domain, or an organizational unit (OU). The settings in the GPO are then applied automatically to the users and computers whose objects are stored in those Active Directory containers. You can configure the work environment for your users once, and then rely on Group Policy to enforce your settings.

For an overview of Group Policy, see the [Group Policy](#z7863c88524e44ad79992b98b5fe843ab) technology review in this guide. For more information about Group Policy, see [Windows Server Group Policy](http://go.microsoft.com/fwlink/?linkid=93542) at http://go.microsoft.com/fwlink/?linkid=93542.

Steps for deploying basic settings by using Group Policy

In this section, you create a set of OUs to contain your computer accounts. You then create GPOs that contain settings that are intended for a specific set of computers. You use the Group Policy Management Editor to configure a GPO that contains basic firewall settings, and then assign that GPO to the OU that contains your test computer. Finally, you create and apply a Windows Management Instrumentation (WMI) filter to restrict the application of the GPO to computers that are running a specified version of Windows. This enables you to have multiple groups of computers in a single Active Directory container (OU, site, or domain) that require different settings, and ensure that each receives the correct GPO.

The GPOs that you configure include some of the basic Windows Firewall with Advanced Security settings that are part of typical enterprise firewall settings.

[Step 1: Creating OUs and Placing Computer Accounts in Them](#za4fce227dd3144e99524e53b22cd86c8)

[Step 2: Creating the GPOs to Store Settings](#z122da304b3c247f496e8ebc7b118e55b)

[Step 3: Adding the GPO Setting to Enable the Firewall on Member Client Computers](#z07a85134f0054d2ea2b787781fbde9f9)

[Step 4: Deploying the Initial GPO with Test Firewall Settings](#zdaaf9da2ae9c4d87ac352462be2595f9)

[Step 5: Adding the Setting that Prevents Local Administrators from Applying Conflicting Rules](#zce3e26ed04a84b84aa687e0844236484)

[Step 6: Configuring the Rest of Your Client Computer Firewall Settings](#z1bf9b554d6194b1ea26dc5e891b9ede1)

[Step 7: Creating WMI and Group Filters](#z683088705d17423abcb5aa1108933cdf)

[Step 8: Enabling Firewall Logging](#z6c16ece5dfd84ac09deb93080294e38f)

Next topic: [Step 1: Creating OUs and Placing Computer Accounts in Them](#za4fce227dd3144e99524e53b22cd86c8)

Step 1: Creating OUs and Placing Computer Accounts in Them

In this step, you use the Active Directory Users and Computers MMC snap-in to create two OUs in your domain hierarchy: one for member servers, and one for member client computers. You then move each computer account to the relevant new OU.
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|  |
| --- |
| 1. On DC1, click Start, click Administrative Tools, and then click Active Directory Users and Computers.  Note  You can also run this tool on member servers or domain-joined client computers if you first install the [Remote Server Administration Tools](http://go.microsoft.com/fwlink/?linkid=157183) (http://go.microsoft.com/fwlink/?linkid=157183) from the Microsoft Download Center.  Alternatively, you can use Server Manager. Expand Roles, expand Active Directory Domain Services, and then expand Active Directory Users and Computers [DC1.contoso.com].  2. In the navigation pane, right-click contoso.com, click New, and then click Organizational Unit.  3. In the Name box, type MyMemberServers, and then click OK.  4. Right-click contoso.com again, and then click New, and then click Organizational Unit.  5. In the Name box, type MyClientComputers, and then click OK.  6. In the navigation pane, click Computers.  7. In the results pane, right-click CLIENT1, and then click Move.  8. In the Move dialog box, click MyClientComputers, and then click OK.  9. In the results pane, right-click MBRSVR1, and then click Move.  10. In the Move dialog box, click MyMemberServers, and then click OK.  When you have finished, your display resembles the following figure.    11. Close the Active Directory Users and Computers snap-in. |

Next topic: [Step 2: Creating the GPOs to Store Settings](#z122da304b3c247f496e8ebc7b118e55b)

Step 2: Creating the GPOs to Store Settings

In this step, you create a new GPO. Because it is not yet linked to any OU, the settings that you configure do not yet apply to any computers.
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|  |
| --- |
| 1. On MBRSVR1, click Start, click Administrative Tools, and then click Group Policy Management.  Alternatively, if you use Server Manager, expand Features, and then expand Group Policy Management.  2. In the navigation pane, expand Forest: contoso.com, expand Domains, and then expand contoso.com.  3. In the navigation pane, right-click Group Policy Objects, and then click New.  4. In the Name box, type Firewall Settings for Windows Servers, and then click OK.  5. In the navigation pane, right-click Group Policy Objects, and then click New.  6. In the Name box, type Firewall Settings for Windows Clients, and then click OK.  7. Select the Group Policy Objects node, and your display resembles the following figure. |

Next topic: [Step 3: Adding the GPO Setting to Enable the Firewall on Member Client Computers](#z07a85134f0054d2ea2b787781fbde9f9)

Step 3: Adding the GPO Setting to Enable the Firewall on Member Client Computers

In this step, you configure your client GPO to include a setting that enables Windows Firewall on all your client computers that are running Windows 7 or Windows Vista to which the GPO applies.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, click Group Policy Objects, right-click Firewall Settings for Windows Clients, and then click Edit.  2. In Group Policy Management Editor, right-click the top node Firewall Settings for Windows Clients [DC1.contoso.com] Policy, and then click Properties.  3. Select the Disable User Configuration settings check box.  Note  We recommend that you remove the user or computer sections in any GPO in which they are not used. This improves performance on the client computer when it is applying a GPO.  4. In the Confirm Disable dialog box, click Yes, and then click OK.  5. Under Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, and then expand Windows Firewall with Advanced Security.  6. Click the node Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, where GUID is a unique number assigned to your domain.  7. In the results pane, under Overview, notice that for each network location profile Windows Firewall state is not configured, and then click Windows Firewall Properties.  8. On the Domain Profile tab, click the drop-down list next to Firewall state, and then click On (recommended).  Note  This might appear to be an unnecessary step, because the firewall is turned on by default on the client computers. However, if you leave this setting as Not configured, a local administrator can disable the firewall. Setting it in the GPO as shown in this step turns it on and prevents the local administrators from disabling it.  9. Click OK to save your changes. Note in the results pane that Domain Profile now shows Windows Firewall is on.    10. Close Group Policy Management Editor. |

Next topic: [Step 4: Deploying the Initial GPO with Test Firewall Settings](#zdaaf9da2ae9c4d87ac352462be2595f9)

Step 4: Deploying the Initial GPO with Test Firewall Settings

In this step, you link your GPO to an OU to apply it to your domain-joined client computer.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, in the navigation pane, right-click MyClientComputers, and then click Link an Existing GPO.  2. In the Group Policy objects list, click Firewall Settings for Windows Clients, and then click OK. |

In the next procedure, you confirm that the client computer receives and applies the new GPO settings.
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|  |
| --- |
| 1. On CLIENT1, open an administrator command prompt.  2. At the command prompt window, type gpupdate /force, and then press ENTER. Wait until the command finishes before moving to the next step.  3. To validate that the GPO was correctly applied, run gpresult /r /scope computer. In the output, look for the section Applied Group Policy Objects. Confirm that it contains entries for both Firewall Settings for Windows Clients and the Default Domain Policy.  4. Open the Windows Firewall with Advanced Security snap-in.  5. Right-click the top node Windows Firewall with Advanced Security on Local Computer, and then click Properties.  6. Note that the Firewall State setting is On (recommended), and that the list control is disabled. It is now controlled by Group Policy and cannot be changed locally, even by an administrator.  7. Close the Properties dialog box, and the Windows Firewall with Advanced Security snap-in. |

Next topic: [Step 5: Adding the Setting that Prevents Local Administrators from Applying Conflicting Rules](#zce3e26ed04a84b84aa687e0844236484)

Step 5: Adding the Setting that Prevents Local Administrators from Applying Conflicting Rules

In this step, you configure and test a setting that prevents firewall rules created by local administrators from being applied to the computer and possibly conflicting with the GPO-deployed rules.

By default members of the local Administrators group on the computer can use Windows Firewall with Advanced Security to create and enable firewall and connection security rules. These local rules are then merged with the rules received from Group Policy and applied to the computer's active configuration. The setting described in this section prevents the locally defined rules from merging with the rules that are contained in the deployed GPOs.
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Although this setting prevents a local administrator from applying a rule, it also prevents Windows Firewall with Advanced Security from prompting the user about a new program and creating an inbound rule when the user approves. If you enable this setting then you must make sure that every program that requires firewall rules has the correct rules defined in your GPOs.
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|  |
| --- |
| 1. On CLIENT1, at the administrator command prompt, run ping dc1.  The ping command works, which indicates that CLIENT1 can communicate with DC1.  2. Start the Windows Firewall with Advanced Security snap-in.  3. Under Windows Firewall with Advanced Security, right-click Outbound Rules, and then click New Rule.  4. On the Rule Type page of the New Outbound Rule Wizard, click Custom, and then click Next.  5. On the Program page, select All programs, and then click Next.  6. On the Protocol and Ports page, use the default settings, and then click Next.  7. On the Scope page, use the default settings, and then click Next.  8. On the Action page, use the default settings, and then click Next.  9. On the Profile page, clear the check boxes for Private and Public, but leave Domain selected, and then click Next.  10. On the Name page, enter the name A Test Rule (use an 'A' as the first character to ensure the rule appears at the top of the list), and then click Finish.  This creates a firewall rule that blocks all network traffic, effectively breaking communications for the computer.  11. Return to the Command Prompt window, and run ping dc1 again.  The ping command fails, as shown in the lower half of the following figure, because the local firewall rule blocks outgoing communications.    12. In the Windows Firewall with Advanced Security snap-in, click Outbound Rules in the navigation pane, right-click A Test Rule, and then click Disable Rule. You must disable the rule to re-enable communication for the next steps.  13. Leave the Administrator: Command Prompt window and Windows Firewall with Advanced Security snap-in open. |

In the next procedure, you modify the GPO assigned to the client computer to prevent locally defined rules from being merged and applied to the active firewall configuration. Also, you disable the notification that asks the user whether to allow a program for which there are no rules.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, click Group Policy Objects, right-click Firewall Settings for Windows Clients, and then click Edit.  2. In Group Policy Management Editor, expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, and then expand Windows Firewall with Advanced Security.  3. Right-click Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, and then click Properties.  4. On the Domain Profile tab, in the Settings section, click Customize.  5. Change the Display a notification setting to No. This prevents Windows from displaying a notification to the user whenever a program is blocked.  6. In the Rule merging section, change the Apply local firewall rules list to No.  7. In the Rule merging section, change the Apply local connection security rules list to No.  8. Click OK two times to return to Group Policy Management Editor. |

In the next step, you refresh Group Policy on CLIENT1, and then confirm that locally defined rules cannot block network communications.
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|  |
| --- |
| 1. On CLIENT1, in Administrator: Command Prompt, run gpupdate /force. Wait until the command finishes.  2. In the Windows Firewall with Advanced Security snap-in, in the list of Outbound Rules, right-click A Test Rule, and then click Enable Rule.  3. In Administrator: Command Prompt, run ping dc1.  The ping command works even though A Test Rule appears to be enabled. The rule is listed as enabled on the local computer, but when you set the Apply local firewall rules to No on the GPO in the previous procedure, you blocked the merging of local rules with the rules delivered in the GPO.  4. In the navigation pane of the Windows Firewall with Advanced Security snap-in, expand Monitoring, and then click Firewall to see the list of rules active on the local computer.  No rules are listed. You have not yet created any rules applied by GPO, and no local rules are active because of the settings that you included in the GPO.  5. Before proceeding, delete your rule. On CLIENT1, in the navigation pane, click Outbound Rules. In the results pane, right-click A Test Rule, click Delete, and then click Yes on the confirmation dialog box.  6. Leave both Administrator: Command Prompt and the Windows Firewall with Advanced Security snap-in open. |

Next step: [Step 6: Configuring the Rest of Your Client Computer Firewall Settings](#z1bf9b554d6194b1ea26dc5e891b9ede1)

Step 6: Configuring the Rest of Your Client Computer Firewall Settings

At this point, you have the firewall enabled, and a local administrator cannot disable it. In this step, you complete the configuration of the client computer GPO by adding other frequently used settings to further control the behavior of the firewall on a computer that is running either Windows 7 or Windows Vista.

Any settings in the GPO that you leave on the default value of "Not configured" can be configured by a local administrator. Therefore, you might not want to depend on the default settings. Instead, you should explicitly set those values that you want configured a certain way. The procedures in this section illustrate how to configure other common settings that you typically do not want a local administrator to be able to change.
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|  |
| --- |
| 1. On CLIENT1, in the Windows Firewall with Advanced Security snap-in, in the navigation pane, right-click the top node Windows Firewall with Advanced Security, and then click Properties.  2. On the Domain Profile tab, change Outbound connections to Block, and then click OK.  3. In Administrator: Command Prompt, type ping dc1, and then press ENTER.  Notice that the command fails, because all outgoing network traffic is blocked by Windows Firewall with Advanced Security.  4. In the Windows Firewall with Advanced Security snap-in, right-click the top Windows Firewall with Advanced Security node, and then click Properties.  5. Change Outbound connections back to Allow (default) to restore ordinary operation, and then click OK. |

In the next procedure, you configure the settings in Group Policy so that a local administrator cannot change or disable them.
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|  |
| --- |
| 1. On MBRSVR1, in the Group Policy Management Editor, right-click Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, and then click Properties.  2. On the Domain Profile tab, in the State section, set Inbound connections to Block (default), and set Outbound connections to Allow (default). This is, of course, the same behavior to which the client is already set, but setting it in the GPO prevents local administrators from changing the settings.  3. Click OK to save your settings and return to the Group Policy Management Editor. |

In the next procedure, you refresh Group Policy on the client, and confirm that locally defined rules and settings cannot block network communications.
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|  |
| --- |
| 1. On CLIENT1, in Administrator: Command Prompt, type gpupdate /force, and then press ENTER. Wait until the command finishes.  2. In the navigation pane of the Windows Firewall with Advanced Security snap-in, right-click the top Windows Firewall with Advanced Security node, and then click Properties.  3. On the Domain Profile tab, notice that the restrictions now prevent a local user, even an administrator, from modifying the settings.  Note  The Inbound connection setting still enables you to select Block all connections. This is a security feature to support a quick mitigation of a malware threat, and cannot be blocked by Group Policy.  4. In the Settings section, click Customize, and then notice that the settings that you configured in Group Policy cannot be locally changed.  5. Click Cancel two times to return to the Windows Firewall with Advanced Security snap-in.  6. Close the Windows Firewall with Advanced Security snap-in. |

Next topic: [Step 7: Creating WMI and Group Filters](#z683088705d17423abcb5aa1108933cdf)

Step 7: Creating WMI and Group Filters

When the network includes client computers that run a variety of Windows operating systems, two computers in the same OU might require different settings to achieve the same configuration. For example, a computer that is running Windows XP might require a different setting than a computer that is running Windows 7 or Windows Vista. Two GPOs would be required in that case, one to apply to computers that are running Windows XP, and one to apply to computers that are running the later versions of Windows.

There are also times when you cannot rearrange the computers in your AD OU hierarchy to let you link a GPO to OUs that contain only the computers to which you want the GPO to apply. So Group Policy also supports using access control lists (ACLs) to prevent the GPO from applying to any computer or user account that is not granted permissions to the GPO.

There are two frequently used techniques used to make sure that GPOs only apply to the correct computers:

 Add a Windows Management Instrumentation (WMI) filter to the GPO. A WMI filter enables you to specify criteria that must be matched before the linked GPO is applied to a computer. By letting you filter the computers to which the GPO applies, this reduces the need to further subdivide your OUs in Active Directory. This technique is dynamic, in that the filter is evaluated when the computer attempts to apply the policy. So if you are filtering based on the version of Windows then upgrading the computer from Windows XP to Windows 7 requires no changes to your GPO, because the filter will automatically recognize the change and filter the computer’s access to the GPO accordingly.

 Grant or deny the Apply Policy security permission in the ACL for the GPO. If you put your computers in security groups, you can then grant the Apply Policy permission to only the groups that should use the GPO.

This guide demonstrates both techniques used together. They can also be used individually. Select the filtering types and query parameters based on the needs of your organization. Each enables you to include computers from across organizational units in the Active Directory hierarchy structure.
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Windows XP and Windows Server 2003 use different tools and produce different firewall and IPsec settings than the Windows Firewall with Advanced Security tool included with Windows Vista and later versions of Windows. Mixing the settings together on the same computer can cause unexpected connectivity problems that are very difficult to troubleshoot. We recommend that you use the Windows Firewall with Advanced Security snap-in for settings to create the GPOs for computers that are running Windows Vista or later versions of Windows, and use the tools provided in Windows XP or Windows Server 2003 to create the GPOs intended for those operating systems. The techniques demonstrated in this topic are effective at preventing GPOs designed for one version of Windows from applying to another.

In the next procedure, you apply and test a WMI filter that restricts a GPO to applying only to computers that are running Windows Vista or later (including Windows 7). The filter prevents the GPO from applying to any earlier version of Windows, or to a computer that is running any server version of Windows.
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|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1. On MBRSVR1, switch to Group Policy Management.  2. In the navigation pane, right-click WMI Filters, and then click New.  3. In the Name box, type Apply only to Windows Vista or Later.  4. Click Add.  5. In the Query box type:  select \* from Win32\_OperatingSystem where Version like "6.%" and ProductType = "1"  This query filters on both the product version number and the product type.   The Version property returns values that begin with the following characters (the % symbol is a wildcard character that represents other characters that can follow, but do not help distinguish the version number):   |  |  | | --- | --- | | Windows Server 2008 R2 or Windows 7 | 6.1% | | Windows Server 2008 or Windows Vista | 6.0% | | Windows Server 2003 | 5.2% | | Windows XP | 5.1% | | Windows 2000 | 5.0% |    The ProductType property returns the following values:   |  |  | | --- | --- | | Client versions of Windows | 1 | | Server versions of Windows that are operating as a domain controller | 2 | | Server versions of Windows that are not operating as a domain controller (typically referred to as member servers) | 3 |   6. Click OK, and then click Save.  7. Under Group Policy Objects, click Firewall Settings for Windows Clients.  8. Click the Scope tab, and under WMI Filtering, select your filter Apply Only to Windows Vista or Later from the list.  9. In the confirmation dialog box, click Yes.  The policy now only applies to computers that are running a Windows operating system reporting a version number that starts with the character "6." and that reports that it is a client version of Windows.  10. Leave the Group Policy Management MMC snap-in running. |

In the next procedure, you deploy the policy to see that it does apply to the client computer that is running Windows 7 or Windows Vista.
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|  |
| --- |
| 1. On CLIENT1, in Administrator: Command Prompt, run gpupdate /force. Wait for the command to finish.  2. At the command prompt, type the command gpresult /r /scope computer and confirm that the Applied Group Policy Objects section still contains Firewall Settings for Windows Clients.  3. Leave Administrator: Command Prompt open. |

In the next several procedures, you test group filtering with security ACLs. When combined with the techniques in the previous sections, this results in a GPO that applies only to the members of a group that also meet the requirements of the WMI filter.
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|  |
| --- |
| 1. On DC1, if the Active Directory Users and Computers snap-in is not open, open it. Click click Start, click Administrative Tools, and then click Active Directory Users and Computers.  2. In the navigation pane, right-click Computers, click New, and then click Group.  3. In Group name, type Windows Client Computers, and then click OK. |

In the next procedure, you set the permissions on the GPO to grant the apply policy permission only to members of your new computer group.

![](data:image/gif;base64,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)To set ACL permissions on the GPO

|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, expand Group Policy Objects, and then click Firewall Settings for Windows Clients.  2. On the Scope tab, in the Security Filtering section, click Authenticated Users, and then click Remove.  3. On the confirmation dialog box, click OK.  4. Click Add, type Windows Client Computers, and then click OK. |

Your computer is not yet a member of this new group. Verify that the GPO does not apply.
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|  |
| --- |
| 1. On CLIENT1, open an Administrator: Command Prompt, and then run gpupdate /force. Wait for the command to finish.  2. Type gpresult /r /scope computer. Examine the Applied Group Policy Objects section and verify that the only GPO listed is Default Domain Policy.  3. Look down several more lines under The following GPOs were not applied because they were filtered out and confirm that Firewall Settings for Windows Clients is now listed there.  4. If it is still open, close the Windows Firewall with Advanced Security snap-in, and then restart it.  5. In the navigation pane, right-click Windows Firewall with Advanced Security on Local Computer, and then click Properties.  6. Confirm that all the controls are enabled again because the GPO no longer applies.  7. Click Cancel to close the Properties page. |

In the next procedure, you add the computer to the new group.
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|  |
| --- |
| 1. On DC1, in the Active Directory Users and Computers snap-in, select the Computers container, and then double-click Windows Client Computers in the results pane.  2. Select the Members tab, and then click Add.  3. Click Object Types.  4. Clear all check boxes except Computers, and then click OK.  5. In the text box, type CLIENT1, and then click OK to save your changes. |

Finally, you can apply the GPO to your computer to see the results.
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|  |
| --- |
| 1. On CLIENT1, restart the computer. The changes to the group membership must be refreshed in the local computer's security tokens. This occurs when the computer starts.  2. Log on as contoso/admin1.  3. Open an Administrator: Command Prompt, and run gpresult /r /scope computer.  4. Examine the output to confirm that the GPO is applied to your computer again.  5. Open the Windows Firewall with Advanced Security snap-in.  6. In the navigation pane, right-click Windows Firewall with Advanced Security on Local Computer, and then click Properties.  7. Confirm that some of the controls are disabled again because they are now controlled by Group Policy.  8. Click Cancel to close the Properties page. |

For more information about how to use WMI filters and Group Policy, see:

 [HOWTO: Leverage Group Policies with WMI Filters](http://go.microsoft.com/fwlink/?linkid=93760) at http://go.microsoft.com/fwlink/?linkid=93760

 [Windows Server Group Policy](http://go.microsoft.com/fwlink/?linkid=93542) at http://go.microsoft.com/fwlink/?linkid=93542

Next topic: [Step 8: Enabling Firewall Logging](#z6c16ece5dfd84ac09deb93080294e38f)

Step 8: Enabling Firewall Logging

When you create or modify firewall rules, you can sometimes end up with a rule set that allows traffic that you do not want, or that blocks traffic that you require. To help troubleshoot these types of problems, Windows Firewall with Advanced Security provides several different ways to capture details about the failure to help you diagnose the connection.

Windows Firewall with Advanced Security in Windows 7 and Windows Server 2008 R2 support the following logging/tracing tools:

 The firewall log file that records allowed or dropped network packets as configured by the firewall Group Policy settings.

 The Windows Firewall with Advanced Security operational event logs that can be viewed in Event Viewer. The events in this log show the operational status of Windows Firewall with Advanced Security and changes in its configuration.

 As in Windows Vista, Windows 7 continues to support audit events that can track certain symptoms and errors in Windows Firewall with Advanced Security. Audit events must be enabled before they appear in the Event Viewer.

 The netsh wfp capture command that captures detailed diagnostic information about networking operations on the computer during the capture session.

 The nesh trace commands to enable network tracing with filters that capture network traffic relevant to a selected scenario. The WFP-IPsec scenario, for example, captures information specifically related to the operation of the Windows Filtering Platform (WFP) and IPsec.

Each of these is introduced in the next several procedures.

First, you configure your server GPO to create a local file that logs both allowed packets and dropped packets. Later in this guide, after you create and test some firewall rules, you examine this log file to see the kinds of entries created there.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, in the navigation pane, right-click Firewall Settings for Windows Servers, and then click Edit. Be sure to open the SERVER GPO, not the client one.  2. In the Group Policy Management Editor, right-click the top node in the navigation pane, and then click Properties.  3. Select the Disable User Configuration settings check box.  4. In the confirmation dialog box, click Yes, and then click OK.  5. In the navigation pane, expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, and then expand Windows Firewall with Advanced Security.  6. Right-click Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, and then click Properties.  7. On the Domain Profile tab, in the Logging section, click Customize.  8. Clear both Not configured check boxes. You can use the default values for path and maximum size.  9. Change Log dropped packets to Yes.  10. Change Log successful connections to Yes.  11. Click OK two times to save your GPO.  12. Close the Group Policy Management Editor. |

To apply this GPO to the correct set of computers, link the GPO to the OU.
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For simplicity, you do not create a WMI filter or security group as you did with the client GPO, but the exact same principles could be applied here to filter the GPO only to member servers in the domain that are running Windows Server 2008 or Windows Server 2008 R2.
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|  |
| --- |
| 1. On MBRSVR1, in the Group Policy Management console, right-click the OU MyMemberServers that you created earlier, and then click Link an Existing GPO.  2. In the Select GPO dialog box, select Firewall Settings for Windows Servers, and then click OK.  3. Still on MBRSVR1, in the Administrator: Command Prompt, run gpupdate /force. Wait for the command to finish.  4. Open the Windows Firewall with Advanced Security snap-in.  5. In the navigation pane, right-click Windows Firewall with Advanced Security on Local Computer, and then click Properties.  6. On the Domain Profile tab, in the Logging section, click Customize.  7. Confirm that the settings in your GPO now appear as the active settings for this computer.  8. Click OK two times to close the dialog boxes.  9. Leave Administrator: Command Prompt and the Windows Firewall with Advanced Security snap-in open. |

Windows also writes operational events to the event log that is viewable by using Event Viewer. In earlier versions of Windows, most information of interest to an administrator was found in the System and Application logs. Starting with Windows Vista and later versions of Windows, the Event Viewer includes many predefined filtered views. The original, unfiltered System and Application logs can be found under Windows Logs . The filtered list of Windows Firewall with Advanced Security events can be found under Application and Services Logs, Microsoft, Windows, Windows Firewall with Advanced Security.
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|  |
| --- |
| 1. On MBRSVR1, click Start, click Administrative Tools, and then click Event Viewer.  2. In the navigation pane, expand Applications and Service Logs, expand Microsoft, expand Windows, and then expand Windows Firewall with Advanced Security.  3. Examine the four categories under the Windows Firewall with Advanced Security node. The two main functions of Windows Firewall with Advanced Security, IPsec and host-based Firewall have their events stored under the ConnectionSecurity and Firewall nodes, respectively. The ConnectionSecurityVerbose and FirewallVerbose nodes are disabled by default.  4. In the navigation pane, select the Firewall node.  There are a variety of events already present. These events document configuration changes to the operational state of the firewall. Among the events should be those with Event IDs 2002, 2003, 2004, 2008, 2010, 2011, and 2012. If you open Event Viewer on CLIENT1, you will also see Event IDs 2005, and 2006 that document modifying and then deleting the rule “A Test Rule”.  5. Select the topmost event with an Event ID number of 2003. If you followed the steps in this guide, this event is the changing of Log File Path setting in the Domain profile, caused by applying your modified member server GPO.  6. To enable the verbose logs, right-click ConnectionSecurityVerbose and FirewallVerbose, and then click Enable log. |

Windows 7 and Windows Server 2008 R2 introduce the new netsh wfp context that enables you to capture diagnostic trace sessions of the behavior of the Windows Filtering Platform which is the base engine that implements your firewall and connection security rules. Starting a capture session, reproducing the problem, and then stopping the capture results in a log that can help you or Microsoft Customer Support Services (CSS) troubleshoot connectivity problems on your computers.
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|  |
| --- |
| 1. On MBRSVR1, open and administrative command prompt.  2. At the command prompt, change the current folder to your desktop by running the command: cd %userprofile%\desktop  3. To start the capture, run the command netsh wfp capture start.  4. At this point in a real troubleshooting situation, you would reproduce the problem. For our purposes, just wait a few seconds.  5. To complete the capture, run the command netsh wfp capture stop. The output file is stored in the current folder.  6. Double-click the .cab file that is on the desktop.  7. The .cab file contains an .xml file and an .etl file. The .etl file is a binary file that is intended for use by CSS. The .xml file can be loaded and read locally. Because of the size of the .xml files produced by this process we recommend that you acquire an XML Reader program, instead of using a Web browser or Notepad to open the file.  8. Drag the wfpdiag.xml file to the desktop from the .cab file.  9. Open the file with your XML reader of choice and examine the contents. Note the main sections:   sysInfo – This section contains information about the computer on which the trace was captured.   initialState – This section contains information about the state of the WFP and the currently configured rules before the problem was reproduced.   Events – This section contains information about things that occurred while the capture session was running.   finalState – This section contains the same information as initialState, but was captured when you ran the wfp capture stop command. You can directly compare the two sections to look for differences that might relate to the connection problem you are trying to diagnose. |

Similarly, you can use the netsh trace and netsh trace stop commands to capture a variety of diagnostic information customized to a selected scenario, such as wfp-ipsec.

By using one or more of the logging techniques demonstrated earlier in this section, you can learn much about why a particular connection does or does not work.
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|  |
| --- |
| 1. At an Administrator: Command Prompt, run the command netsh trace start scenario=wfp-ipsec tracefile=%userprofile%\desktop\SampleTrace.cab  The output of the command shows you that the trace is running, the file to which the data is written, and details of other possible parameters.  2. In a production troubleshooting environment, this is where you would attempt to reproduce the problem.  3. In this sample, after a few seconds, run the command netsh trace stop.  The computer takes a few moments to compile the collected trace data into a .cab file at your specified location.  4. On the desktop, double-click sampletrace, and examine its contents. A variety of text files, .xml files, event log files, and other types are included. Double-click some of them to view their contents.  5. When you have finished examining the files, close the .cab file, and the command prompt. |

Next topic: [Creating Rules that Allow Required Inbound Network Traffic](#ze5c2f8ea3b1d44df8307ea5bfa96b7e0)

Creating Rules that Allow Required Inbound Network Traffic

By default, Windows Firewall with Advanced Security blocks all unsolicited inbound network traffic. To enable programs that depend on such traffic to run correctly, such as network services, you must create rules with specified criteria.
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One of the most important improvements in Windows Vista and Windows 7, enabled by the integration of IPsec and the Windows Firewall, is the ability to create inbound firewall rules that only allow traffic that is authenticated, optionally encrypted, or authorized by the requesting user or computer being a member of an allowed group. These advanced inbound rule types are discussed as part of the [server isolation scenario found later in this guide](#zfb995b0bce8b4507a6531acdf5ef8ff5). Also, when network traffic is protected by IPsec and meets your criteria, you can choose to configure an inbound rule to override a block rule that would otherwise have blocked the network traffic. This scenario is discussed in the [authenticated bypass scenario found later in this guide](#zd9891d8917d74cf3a08de4a46904a7a2).

Steps for creating rules that allow required inbound network traffic

In this section of the guide, you create firewall rules that allow specific types of unsolicited inbound network traffic through the firewall.

[Step 1: Configuring Predefined Rules by Using Group Policy](#z1823b7a824fb451d83b523b912118884)

[Step 2: Allowing Unsolicited Inbound Network Traffic for a Specific Program](#zc3bb5b29b6a84fd4a66dddb39767b2ea)

[Step 3: Allowing Inbound Traffic to a Specified TCP or UDP Port](#z5de9930128104616b6f9a1d27b377e7c)

[Step 4: Allowing Inbound Network Traffic that Uses Dynamic RPC](#zd37f96c6c7294b2980a988db3d97b863)

[Step 5: Viewing the Firewall Log](#z471fe7212f2c4e438693c25d59f020cd)

Next topic: [Step 1: Configuring Predefined Rules by Using Group Policy](#z1823b7a824fb451d83b523b912118884)

Step 1: Configuring Predefined Rules by Using Group Policy

In many scenarios, you might want to configure rules that allow generally required network activity, such as certain ICMP response types, which are not associated with a service, but are required for some network troubleshooting. The most common network traffic types required by both clients and servers are specified in Windows Firewall with Advanced Security by predefined sets of rules. This makes it easy to select them for configuration and deployment. This guide only demonstrates with one predefine group. In a production environment, examine all of the provided predefined groups and deploy those that are appropriate for your organization’s network.

In this step, you use the Group Policy Management MMC snap-in to configure a group of firewall rules. You set the rules that are part of the group Core Networking to be always enabled.

![](data:image/gif;base64,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)To configure a group of firewall rules

|  |
| --- |
| 1. On MBRSVR1, in the Group Policy Management snap-in, right-click Firewall Settings for Windows Clients, and then click Edit.  2. In the navigation pane of the Group Policy Management Editor, expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, and then expand Windows Firewall with Advanced Security - LDAP://{GUID},cn=policies,cn=system,DC=contoso,DC=com.  3. Click Inbound Rules.  There are no inbound firewall rules in the GPO by default.  4. Right-click Inbound Rules, and then click New rule.  5. On the Rule Type page of the wizard, click Predefined, select Core Networking from the list, and then click Next.  6. On the Predefined Rules page, examine the list of rules, leave them all selected, and then click Next.  Note  In a production environment, carefully consider which profiles you apply the rules to. You may want to consider rules for other profiles to control how the firewall works on computers that are away from the network, such as portable computers which are taken home. You might want to consider applying your rules to all the profiles to make sure that your organization's computers continue to be protected when they are away from the organization's network. Some rule modifications may be required to allow expected program behavior on a home or public network that differs from the organization's network.  7. On the Action page, because we want to create an exception for traffic that would by default be blocked, select Allow the connection, and then click Finish.  The list of enabled rules now appears in the results pane for Inbound Rules.    8. Close the Group Policy Management Editor for the client GPO. |

With the list of rules now in the GPO, deploy the GPO to the client computer.
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|  |
| --- |
| 1. On CLIENT1, in Administrator: Command Prompt, run gpupdate /force. Wait until the command finishes.  2. In the navigation pane of the Windows Firewall with Advanced Security snap-in, expand Monitoring, and then click Firewall.  Note the list of rules that is now active on the local computer. It may take several seconds for the list to populate.  3. Click View, and then click Add/Remove columns.  4. If the Rule Source column is not displayed, click Rule Source in the Available columns list, and then click Add.  5. Click Move Up to position Rule Source directly after Name, and then click OK.  6. Note that all the rules identify the GPO Firewall Settings for Windows Clients as the source of the rule. Even if you disable the locally defined Core Networking rules under Inbound Rules, these rules from the GPO still apply to the computer. |

Next topic: [Step 2: Allowing Unsolicited Inbound Network Traffic for a Specific Program](#zc3bb5b29b6a84fd4a66dddb39767b2ea)

Step 2: Allowing Unsolicited Inbound Network Traffic for a Specific Program

When you use a program that must be able to receive unsolicited inbound network traffic, you must create a rule to permit that traffic to pass through the firewall. Client computers typically do not need this, because incoming network packets are responses to previous outgoing requests to servers elsewhere on the network. However, if you install a network service then your computer will receive unsolicited network traffic from clients to the service. Servers, of course, also expect unsolicited inbound network traffic for the services hosted on them.

By default on Windows 7 and Windows Vista, when you start such a program and it registers with Windows to listen on a specific TCP or UDP port number, Windows blocks the request and displays a dialog box asking for your instructions. If you decide to allow the program then Windows automatically creates a firewall rule to allow all network traffic for that program. You can also create a similar rule manually. If you create such a rule and distribute it by using Group Policy then users do not have to see the dialog box and decide what to do.

By default on computers that are running Windows Server 2008 R2 or Windows Server 2008, the notification dialog box does not appear, but the program is still silently blocked. If firewall logging of dropped packets is enabled, as you did in the last section then the log file is the only indication that these packets arrived and were dropped. So on computers that are running one of those versions of Windows Server, you must create rules for each program or service that requires unsolicited inbound network traffic. Another advantage to creating the rule manually is that you can customize the rule to restrict it to only the specific traffic required by the program.
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While not demonstrated in this guide, there is another option of which you should be aware. The IPv6 transition technology called Teredo involves tunneling IPv6 packets inside IPv4 packets with UDP headers. Because UDP can be translated by a network address translator (NAT), Teredo enables IPv6 clients to communicate even if the clients are behind one or more IPv4 NATs. To correctly process this kind of IPv6 embedded in IPv4 traffic, firewall rules support an “edge traversal” option. If your firewall rule is for a client computer that might be receiving inbound traffic from a remote computer over a Teredo tunnel then the firewall rule must specify Allow edge traversal. On the firewall rule Properties page, on the Advanced tab, under Edge traversal, select Allow edge traversal. For more information about Teredo, see [Teredo Overview](http://go.microsoft.com/fwlink/?linkid=159757) (http://go.microsoft.com/fwlink/?linkid=159757) in the Windows Server Technical Library.

In this section, as a first example, you create a firewall rule that allows inbound traffic for the Telnet service through the firewall, and then you deploy that rule to MBRSVR1 by using Group Policy.
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|  |
| --- |
| 1. On MBRSVR1, in the Group Policy Management window, right-click Firewall Settings for Windows Servers (not clients), and then click Edit.  2. In the navigation pane, expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, and then expand Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,dc=com.  3. Right-click Inbound Rules, and then click New rule.  4. On the Rule Type page, click Custom, and then click Next.  Note  We recommend that you create rules that are as specific as possible. That means you might want to specify both the program, to ensure the rule only allows traffic when that program is running, and the port, to make sure that the program can only receive on the specified port number. To see all the options available in the wizard, use the Custom rule type.  5. In the text box for This program path, type %systemroot%\system32\tlntsvr.exe.  6. Because programs can host multiple services, we recommend that you also limit the rule to the specific service you want. Next to Services, click Customize.  7. Click Apply to this service, select Telnet, click OK, and then click Next.  Note  The list of services includes only the services currently installed on the computer on which you are editing the GPO. If the service you want to specify is not installed on this computer, you can use the option Apply to service with this service short name, and then type the service name in the text box. To discover the service short name, use the Services MMC snap-in on a computer on which the service is installed.  8. On the Protocols and Ports page, click Next. You restrict the rule to a specific port in the next section.  9. On the Scope page, click Next.  10. On the Action page, select Allow the Connection, and then click Next.  11. On the Profile page, clear the Private and Public check boxes. Confirm that Domain is selected, and then click Next.  12. On the Name page, type Allow Inbound Telnet, and then click Finish. |

Before you deploy the GPO, configure some other settings to make sure that locally defined rules on your server computers cannot interfere with your domain provided rules.
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|  |
| --- |
| 1. In the navigation pane of the Group Policy Management Editor (editing Firewall Settings for Windows Servers), right-click Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,dc=com, and then click Properties.  2. Set Firewall state to On (recommended).  3. Set Inbound connections to Block (default).  4. Set Outbound connections to Allow (default). You will examine outbound rules in the next section.  5. In the Settings section, click Customize.  6. Set Display a notification to No.  7. Set Apply local firewall rules to No.  8. Set Apply local connection security rules to No.  9. Click OK two times to save your GPO. |

In this procedure, you deploy your GPO to your member server.
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|  |
| --- |
| 1. Open Administrator: Command Prompt, and then run gpupdate /force. Wait for the command to finish.  2. Open the Windows Firewall with Advanced Security snap-in.  3. In the navigation pane, expand Monitoring, and then click Firewall. Note that the only currently active rule is the Allow Inbound Telnet rule that you created in the GPO. |

In this procedure, you test the deployed firewall rule.
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|  |
| --- |
| 1. On CLIENT1, at Administrator: Command Prompt, type telnet mbrsvr1, and then press ENTER.  After several seconds the following screen appears and indicates that your Telnet firewall rule is working.    2. Close the Telnet session by typing exit, and then pressing ENTER. |

In this procedure, you confirm that it is not the local Telnet rule that was created when the Telnet Server service was installed on MBRSVR1. You disable that rule and confirm that Telnet still works because your GPO applied rule is active.
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|  |
| --- |
| 1. On MBRSVR1, in the Windows Firewall with Advanced Security snap-in, in the navigation pane, click Inbound Rules. Note your GPO-based Telnet firewall rule is listed at the top.  2. Scroll down to the rule named Telnet Server, right-click it, and then click Disable rule.  3. On CLIENT1, at the command prompt, run telnet mbrsvr1 again, and then confirm that it is still working.  4. Close the Telnet session by typing exit, and then pressing ENTER. |

Finally, you demonstrate that the Telnet service can listen for network traffic on any port the way the rule is currently configured.
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|  |
| --- |
| 1. On MBRSVR1, at an Administrator: Command Prompt, type tlntadmn config port=25, and then press ENTER. This configures your Telnet server to listen on port 25 instead of the default port 23.  2. On CLIENT1, at a command prompt, type telnet mbrsvr1 25. This instructs the client to use port 25 for its connection instead of the default port 23.  The connection succeeds. |

In the next section, you configure the rule to allow traffic only on a port number you specify. This is an improvement in security, because it allows traffic only on those ports on which you have active services listening.

Next topic: [Step 3: Allowing Inbound Traffic to a Specified TCP or UDP Port](#z5de9930128104616b6f9a1d27b377e7c)

Step 3: Allowing Inbound Traffic to a Specified TCP or UDP Port

In the previous step, you created a rule that allows unsolicited inbound network traffic only to the Telnet Server service. However, it is considered a best practice to also limit the traffic to only those TCP or UDP ports that the service actually uses. In the case of a standard Telnet deployment, only TCP port 23 is required.

In this procedure, you refine the Telnet exception rule to limit the allowed inbound network traffic to TCP port 23 only.

![](data:image/gif;base64,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)To configure the rule to limit traffic to a specific port

|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management Editor for your server GPO, click Inbound Rules.  2. In the results pane, right-click Allow Inbound Telnet, and then click Properties.  3. Click the Protocols and Ports tab.  4. In Protocol type, click TCP. Note that the Protocol number automatically changes to 6.  5. In the Local port list, click Specific Ports.  6. In the text box directly under Local Port, type 23.  7. Click OK to save your changes. |

In this procedure, you test the modified rule.
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|  |
| --- |
| 1. On MBRSVR1, at Administrator: Command Prompt, run gpupdate /force. Wait until the command finishes.  Because the Telnet service on MBRSVR1 is still configured to listen on port 25, the service should not be able to receive any traffic.  2. On CLIENT1, at a command prompt, run telnet mbrsvr1 25.  The command times out and fails because the firewall on MBRSVR1 now blocks all inbound traffic to the Telnet service except port 23.  3. On MBRSVR1, at the Administrator: Command Prompt, run tlntadmn config port=23 to restore the service to the default port number.  4. On CLIENT1, at the command prompt, run telnet mbrsvr1.  The command succeeds because the firewall allows inbound network traffic to port 23 to the Telnet service which is configured to listen on that port.  5. Close the Telnet session by typing exit, and then pressing ENTER. |

Next topic: [Step 4: Allowing Inbound Network Traffic that Uses Dynamic RPC](#zd37f96c6c7294b2980a988db3d97b863)

Step 4: Allowing Inbound Network Traffic that Uses Dynamic RPC

If every program and service that needed to communicate over the network assigned its own port number, you can easily imagine that sooner or later two programs would conflict over the use of the same port. To address this, many programs use the Remote Procedure Call (RPC) protocol to request communications with a host service on a dynamically assigned port number. When a service starts up, it registers with the RPC service and requests the assignment of one or more dynamic port numbers. When the remote client needs to communicate with that service, it does not know which port numbers have been assigned. To find out, the client connects to the server on TCP port 135 (the "well-known" port number for the RPC Endpoint Mapper service), and identifies the service to which it wants to connect. The RPC Endpoint Mapper service replies with the port number that the client should use to connect to the desired service. The client then reconnects to the server using the assigned port number, and communication with the desired service begins.

In versions of Windows earlier than Windows Vista, dynamically assigned ports have been a challenge for firewall administrators. Either they had to create rules that open large ranges of port numbers in the dynamically assigned range (all ports greater than 1024), or they had to limit the program to using a much smaller number of ports than it was designed to use. Creating rules to open many ports that are not currently being actively used increases the surface area of a computer's vulnerability to attack. Limiting programs to using fewer ports might compromise the programs' performance, and some programs provide no way to configure or limit the port numbers used. Neither is a good situation.

Starting in Windows Vista, Windows Firewall with Advanced Security supports stateful filtering of the dynamically assigned port numbers used by RPC. Only those port numbers currently assigned by RPC to an active service are opened, and even then, a dynamically assigned port is opened only to clients that asked to connect to that service by making a request to the RPC Endpoint Mapper.
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To determine whether your program must use ports that are dynamically assigned by RPC, see the documentation provided by your program's vendor. You can also examine the traffic going to and from your program by using a network protocol analyzer such as Microsoft Network Monitor. You can download Network Monitor at <http://go.microsoft.com/fwlink/?LinkID=94770>. See the Network Monitor Links section in the left-hand column

In Windows Vista and later versions of Windows, this problem is solved by the introduction of rules that can directly support RPC port requirements for programs. To configure this support for a program, you must create the following rules:

 An inbound rule that allows inbound network traffic for RPC Endpoint Mapper. This rule allows the computer to receive traffic sent to the port 135. The rule must also be configured to use the Allow action, and the program path of the RPC Endpoint Mapper service.

 An inbound rule that specifies Dynamic RPC for the port number. When an incoming request from a remote computer is received by the RPC Endpoint Mapper service on port 135 (see the previous rule), the service assigns a dynamic port number to the request and replies to the remote computer by using that number. The IP address of the remote computer and the dynamic port number are stored in an internal table. When the remote computer then sends a packet to the new port number, this rule allows Windows to match the port number and IP address to the entries stored in the table. If a match is found, it allows the inbound traffic.

The advantage is that any port in the RPC ephemeral range can be used without having to explicitly define a rule to open that port. The port is only usable by a program that was assigned the use of the port by the endpoint mapper. No unused ports are left open, reducing the vulnerability of the server.
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If you create rules to allow RPC network traffic through the firewall then all RPC network traffic is permitted. Windows Firewall cannot filter network traffic based on the UUID of the destination program.

In this section, you create rules for the Remote Event Log service that use Dynamic RPC. Although Windows has predefined rules that provide this capability, you create the rules manually to see the steps that are involved.

To begin, confirm that the Remote Event Log service is not currently working remotely from the client because the firewall on MBRSVR1 is blocking the traffic.
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|  |
| --- |
| 1. On CLIENT1, click Start, type event viewer in the Start Search box, and then press ENTER.  2. Click Action, and then click Connect to another computer.  3. In the Another computer text box, type MBRSVR1, and then click OK.  4. After several seconds, the connection attempt times out and fails as shown in the following figure, because Windows Firewall with Advanced Security on MBRSVR1 is dropping the required network traffic. Click OK. |

To allow this service to work, begin by creating a rule that supports inbound traffic to the RPC Endpoint Mapper service. This example shows how to create a firewall rule that restricts a services container (svchost.exe) that hosts many services to only the one service of interest, and then further restricts that service to only the required TCP port.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management Editor for your server GPO, in the navigation pane, right-click Inbound Rules, and then click New rule.  2. On the Rule Type page, click Custom, and then click Next.  3. In the This program path text box, type %systemroot%\system32\svchost.exe.  4. Next to Services, click Customize.  5. Click Apply to this service, select Remote Procedure Call (RPC) with a short name of RpcSs, click OK, and then click Next.  6. On the warning about conflicting with Windows service-hardening rules, click Yes.  7. On the Protocol and Ports page, for Protocol type, select TCP.  8. For Local Port, select RPC Endpoint Mapper, and then click Next.  9. On the Scope page, click Next.  10. On the Action page, click Next.  11. On the Profile page, clear the Private and Public check boxes, and then click Next.  12. On the Name page, type Allow RPC Endpoint Mapper, and then click Finish. |

Next, create a rule that allows the incoming traffic from the remote Event Log client. Since the incoming port number is assigned dynamically by the RPC Endpoint Mapper service, you specify Dynamic RPC instead of a specific port number.
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The Event Log we are using as an example service is hosted in %systemroot%\system32\svchost.exe. Be sure to use the path of the executable file hosting the service that you want to create rules for when in a production environment.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management Editor, in the navigation pane, right-click Inbound Rules, and then click New rule.  2. On the Rule Type page, click Custom, and then click Next.  3. In the This program path text box, type %systemroot%\system32\svchost.exe. The Remote Event Log service is another service hosted by that file.  4. Next to Services, click Customize.  5. Click Apply to this service, select Windows Event Log with a short name of eventlog, click OK, and then click Next.  6. On the warning about conflicting with Windows service-hardening rules, click Yes.  7. On the Protocol and Ports page, for Protocol type, select TCP.  8. For Local Port, select Dynamic RPC (on Windows Server 2008) or RPC Dynamic Ports (on Windows Server 2008 R2), and then click Next.  9. On the Scope page, click Next.  10. On the Action page, click Next.  11. On the Profile page, clear the Private and Public check boxes, and then click Next.  12. On the Name page, type Allow Remote Event Log Service, and then click Finish.  Now you can apply the GPO to MBRSVR1.  13. At an Administrator: Command Prompt, run gpupdate /force. Wait for the command to finish.  14. If it is not already open, open the Windows Firewall with Advanced Security snap-in.  15. Expand Monitoring, click Firewall, and then confirm that your new rules are now active on the computer. |

Now you can try to connect to the Remote Event Log service from the client again.
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|  |
| --- |
| 1. On CLIENT1, in Event Viewer, click Action, and then click Connect to another computer.  2. In the Another computer text box, type MBRSVR1, and then click OK.  3. The attempt succeeds, and the top node in the navigation page shows that the viewer is connected to MBRSVR1.contoso.com.    4. Close Event Viewer. |

Next topic: [Step 5: Viewing the Firewall Log](#z471fe7212f2c4e438693c25d59f020cd)

Step 5: Viewing the Firewall Log

You have created several connections to your server after turning on firewall logging, and you also had several connections blocked by the firewall rules you put in place. In this step, you examine the log that accumulated to this point and then you turn the logging back off.
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|  |
| --- |
| 1. On MBRSVR1, if it is not already open, open the Windows Firewall with Advanced Security snap-in.  2. In the navigation pane, click Monitoring. In the Details pane, under Logging Settings, click the file path next to File name. The log opens in Notepad.  3. In Notepad, examine the entries. There are many more entries than those related directly to your activity for this guide. There are Domain Name System (DNS) queries, network basic input/output (NetBIOS) protocol connections, and so on.  4. Search for lines that resemble the following examples. You can press CTRL-F to open a search dialog box, and enter a [space] 23 [space]. Be sure to include the spaces, so that you do not find the number 23 embedded in other numbers.  The values in italic in the samples that follow might vary from those in your log. The final column is not shown here, but is often of interest, because it shows whether the packet was an inbound (RECEIVE) or outbound (SEND) packet.   The following entries represent the allowed Telnet connections on ports 23 and 25:  2009-06-09 10:10:48 ALLOW TCP 192.168.0.101 192.168.0.100 52174 23  2009-06-09 10:15:54 ALLOW TCP 192.168.0.101 192.168.0.100 52175 25   The following entry represents a blocked Telnet connection attempt on port 25:  2009-06-09 10:28:28 DROP TCP 192.168.0.101 192.168.0.100 52180 25   The following entries shows the allowed Remote Event Log connection:  2009-06-09 10:49:59 ALLOW TCP 192.168.0.101 192.168.0.100 52191 135  2009-06-09 10:50:00 ALLOW TCP 192.168.0.101 192.168.0.100 52192 49153  5. Close Notepad. |

![](data:image/gif;base64,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)Note

In production troubleshooting scenarios, you can import your log file into Microsoft Excel to more easily search, sort, and filter the entries. Use the space character as the separator when you import the log file.

You should only turn on logging when you need it, such as when you are troubleshooting. Because we are finished, turn the logging off.
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|  |
| --- |
| 1. Switch to the Group Policy Management Editor window that is configuring your Server GPO.  2. In the navigation pane, right-click Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, and then click Properties.  3. On the Domain Profile tab, under Logging, click Customize.  4. Change Log dropped packets to No (default).  5. Change Log successful connections to No (default).  6. Click OK two times to save your changes.  7. At the Administrator: Command Prompt, run gpupdate /force. Wait until the command is finished. |

Next topic: [Creating Rules that Block Unwanted Outbound Network Traffic](#zc0b58af6447e4a47ae46bb68fdeaf203)

Creating Rules that Block Unwanted Outbound Network Traffic

By default, Windows Firewall with Advanced Security allows all outbound network traffic. If your organization prohibits specific network programs on organization computers, you can help enforce that prohibition by blocking the network traffic that the programs require to operate correctly.

By default, inbound network traffic to a computer that does not match a rule is blocked, but nothing prevents outbound traffic from leaving a computer. To block the network traffic for prohibited programs, you must create an outbound rule that blocks traffic with specific criteria from passing through Windows Firewall with Advanced Security. Alternatively, you can change the default outbound action to block, and then create outbound allow rules to allow required traffic. This is the technique demonstrated in this section.

Steps for blocking outbound network traffic and creating rules that allow permitted outbound network traffic

In this section of the guide, you configure the default outbound behavior to block outbound network traffic. You then create a rule that permits outbound Telnet traffic.

[Step 1: Configuring the Default Outbound Firewall Behavior to Block](#z28e43c811013495b9a75984676d3ba11)

[Step 2: Allowing Network Traffic for a Program by Using an Outbound Rule](#zfc608cea6af840a3bc626713162abfb3)

Next topic: [Step 1: Configuring the Default Outbound Firewall Behavior to Block](#z28e43c811013495b9a75984676d3ba11)

Step 1: Configuring the Default Outbound Firewall Behavior to Block

In this step, you change the default outbound behavior for the firewall. By default, Windows Firewall allows all outbound network traffic. In order to restrict outbound traffic, you can change that default to cause Windows Firewall with Advanced Security to block all outbound traffic that does not match an outbound allow rule.
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In a production environment, you must carefully evaluate the outbound traffic requirements for your computers. You must then create outbound allow rules for all network traffic that must be permitted. Any additional applications that must be able to transmit on the network must have rules created and deployed. Be sure to test your configuration before you deploy it to production computers.
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|  |
| --- |
| 1. On MBRSVR1, if Group Policy Management Editor is still open, close it.  2. In Group Policy Management, right-click Firewall Settings for Windows Clients, and then click Edit.  3. Expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, and then expand Windows Firewall with Advanced Security - LDAP://{GUID},cn=policies,cn=system,DC=contoso,DC=com.  4. Before you enable the default outbound block, enable the Core Networking and File and Printer Sharing outbound rules that will permit the client to continue to receive changes in Group Policy. Because your settings prevent local rules from being used, you must include them in the GPO. In the navigation page, right-click Outbound Rules, and then click New Rule.  Caution  Be sure to test your rules carefully in a lab environment before you apply them to production computers. If you do not allow the required outbound traffic then the client cannot even talk to the domain controller to retrieve an updated GPO that fixes the problem. The only way to recover from this is to remove the client computer from the domain, which removes any applied Group Policy settings. Then, before you rejoin the computer to the domain, make sure that the GPO has the required outbound Allow rules.  5. On the Rule Type page, select Predefined, in the drop-down list, select Core Networking, and then click Next.  6. On the Predefined Rules page, make sure that all of the rules are selected, and then click Next.  7. On the Action page, select Allow the connection, and then click Finish.  8. Repeat steps 4 to 7 to add the File and Printer Sharing group of rules.  9. Next, you need to allow lsass.exe to communicate through the firewall for domain authentication purposes. Right-click Outbound Rules, and then click New Rule.  10. On the Rule Type page, click Program, and then click Next.  11. On the Program page, select This program path, and then type %windir%\system32\lsass.exe and then click Next.  12. On the Action page, select Allow the connection, and then click Next.  13. On the Profile page, clear the Private and Public check boxes, and then click Next.  14. On the Name page, type Allow Outbound lsass.exe and then click Finish.  15. If any of your GPOs have WMI filters, you must also create one additional outbound rule to allow the WMIPrvSE.exe program on the client to query the domain controller about the WMI filter and correctly process it. Right-click Outbound Rules, and then click New Rule.  16. On the Rule Type page, click Custom, and then click Next.  17. On the Program page, select This program path, and then type %windir%\system32\wbem\wmiprvse.exe. There are no services to customize in this case so click Next.  18. On the Protocol and Ports page, change Protocol type to TCP, change Remote port to Specific Ports, type 389, and then click Next.  19. On the Scope page, click Next.  20. On the Action page, select Allow the connection, and then click Next.  21. On the Profile page, clear the Private and Public check boxes, and then click Next.  22. On the Name page, type Allow Outbound 389 from WMI Client, and then click Finish.  23. Now that the allow rules are in place, you can enable the default outbound Block rule. In the Group Policy Management Editor click Windows Firewall with Advanced Security - LDAP://{GUID},cn=policies,cn=system,DC=contoso,DC=com, and in the results pane, click Windows Firewall Properties.  24. On the Domain Profile tab, change Outbound connections to Block, and then click OK. |

Now apply the GPO to the client computer to view the effect.
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|  |
| --- |
| 1. On CLIENT1, at Administrator: Command Prompt, run the command gpupdate /force, and then wait until the command has finished.  2. In an Administrator: Command Prompt, run the command telnet mbrsvr1.  3. The command fails because all outbound network traffic, except for core network traffic and file and printer sharing traffic is blocked. |

In the next section, you create your outbound Allow rule for Telnet.

Next topic:  [Step 2: Allowing Network Traffic for a Program by Using an Outbound Rule](#zfc608cea6af840a3bc626713162abfb3)

Step 2: Allowing Network Traffic for a Program by Using an Outbound Rule

In this step, you create a rule for CLIENT1 to allow outbound traffic on TCP port 23 to reenable the Telnet client program. When creating a rule, we recommend that you be as specific as possible about the program and traffic so that you do not unexpectedly allow or block another program. In this example, you allow the Microsoft Telnet client that is included with Windows, and allow it to use only port 23 outbound.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management Editor, in the Firewall Settings for Windows Clients GPO, expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, and then expand Windows Firewall with Advanced Security - LDAP://{GUID},cn=policies,cn=system,DC=contoso,DC=com.  2. Right-click Outbound Rules, and then click New Rule.  3. On the Rule Type page, click Custom, and then click Next.  Note  If you select the Port rule type, you can only specify the local port number to allow. We want to allow remote port 23. Therefore, specify the Custom rule type.  4. On the Program page, select This program path, type %windir%\system32\telnet.exe, and then click Next.  5. On the Protocol and Ports page, change the Protocol type to TCP.  6. In the Remote ports list, click Specific Ports, type 23 in the text box, and then click Next.  Note  Be sure to specify the Remote port, not Local. This differs from the inbound rules you set earlier, because this rule applies to the client instead of the server.  7. On the Scope page, click Next.  8. On the Action page, select Allow the connection, and then click Next.  9. On the Profile page, clear the Private and Public check boxes, and then click Next.  10. On the Name page, type Allow Outbound Telnet TCP 23, and then click Finish. |

Now that you have the rule created, deploy it to CLIENT1 and test it.
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|  |
| --- |
| 1. On CLIENT1, in an Administrator: Command Prompt, run the command gpupdate /force, and then wait until the command has finished.  2. Run the command telnet mbrsvr1.  3. The connection succeeds because the TCP port 23 traffic can pass outbound through the client’s firewall, and passed inbound through the server’s firewall.  4. Type exit, and then press ENTER to end the Telnet session. |

To simplify the rest of this guide, disable the default outbound block behavior.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management Editor, (editing Firewall Settings for Windows Clients) right-click Windows Firewall with Advanced Security – LDAP://CN={GUID},cn=policies,cn=system,DC=contoso,DC=com, and then click Properties.  2. On the Domain Profile tab, change Outbound connections to Allow, and then click OK.  3. On CLIENT1, at an Administrator: Command Prompt, run the command gpupdate /force.  4. On CLIENT1, in the Windows Firewall with Advanced Security MMC snap-in, click Windows Firewall with Advanced Security on Local Computer, and then verify that Outbound connections that do not match a rule are allowed is enabled in the Domain profile. |

Next topic: [Deploying a Basic Domain Isolation Policy](#z626058b754b44fc9bbdf7a427bedf467)

Deploying a Basic Domain Isolation Policy

By using Windows Firewall with Advanced Security, you can create connection security rules that specify that traffic must be secured by one or more of the features of IPsec. In domain isolation you use IPsec authentication to require each domain member computer involved in a connection to positively establish the identity of the other computer.

By creating rules that require authentication by a domain member, you effectively isolate those domain-member computers from computers that are not part of the domain.

Computers in a domain isolation environment require authentication for inbound connections. For outbound connections, you typically use the option to request but not require IPsec protection. This enables the computers to protect traffic when communicating with computers that can also use IPsec, but fall back to plaintext when communicating with computers that cannot use IPsec. With Windows XP and earlier versions of Windows, fall back to plain text, when it is enabled, occurs after trying IPsec for three seconds. However, some services have response time-outs that are less than three seconds, which causes them to fail. In these earlier versions of Windows this meant that you had to create (sometimes a very large number of) outbound exemption rules to support those servers or services that cannot authenticate. To address this problem, Microsoft released the Simple Policy Update for Windows Server 2003 and Windows XP. This update reduces the delay for attempts between IPsec-protected clients and non-IPsec-protected clients to one-half second. For more information about the Simple Policy Update for Windows Server 2003 and Windows XP, see [Simplifying IPsec Policy with the Simple Policy Update](http://go.microsoft.com/fwlink/?LinkID=94767) at http://go.microsoft.com/fwlink/?LinkID=94767.

Later versions of Windows improve on this further, and no longer require the update. When you use request mode in Windows Vista and later versions of Windows, Windows sends both connection attempts at the same time. If the remote host responds with IPsec, then the non-IPsec attempt is abandoned. If the IPsec request generates no response then the non-IPsec attempt continues.

This reduced or eliminated delay solves the time-out failure problem for most programs. However, there might still be times when you want to make sure that your computers do not use IPsec to try to talk to certain hosts on the network. In those circumstances, create authentication exemption rules for the clients and they no longer use IPsec to communicate with computers on the exemption list.

For more information about domain isolation, see [Introduction to Server and Domain Isolation](http://go.microsoft.com/fwlink/?LinkID=94631) (http://go.microsoft.com/fwlink/?LinkID=94631) and [Domain Isolation with Microsoft Windows Explained](http://go.microsoft.com/fwlink/?LinkID=94632) (http://go.microsoft.com/fwlink/?LinkID=94632) in the Windows Server Technical Library.

Steps for creating connection security rules to enforce domain isolation

In this section, you create connection security rules that specify that the computers in your domain require authentication for inbound network traffic and request authentication for outbound traffic.
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Remember that if you have the default outbound behavior configured to block traffic that does not match an outbound allow rule then you will have to create rules to permit the outbound IPsec network traffic.

[Step 1: Creating a Connection Security Rule that Requests Authentication](#z6d0ac59ef5b34938b93ccbabb45c9e34)

[Step 2: Deploying and Testing Your Connection Security Rules](#ze89cc2d840914537a19786f4923959a1)

[Step 3: Changing the Isolation Rule to Require Authentication](#zed8cc94080c44970997cbbdc16cc3729)

[Step 4: Testing Isolation with a Computer That Does Not Have the Domain Isolation Rule](#z1f83cb3839044a56a66f781083bb3e7f)

[Step 5: Creating Exemption Rules for Computers that are Not Domain Members](#z514c27e7eda046f2be1e43e8168aa70b)

Next topic: [Step 1: Creating a Connection Security Rule that Requests Authentication](#z6d0ac59ef5b34938b93ccbabb45c9e34)

Step 1: Creating a Connection Security Rule that Requests Authentication

In this step, you create connection security rules for the contoso.com domain that cause all member computers to require authentication for inbound network traffic, and request authentication for outbound traffic. You start by using a GPO that only requests inbound authentication, and after you confirm that it is working you revise it to require inbound authentication.

Specifying the IPsec algorithms to use

For simplicity, the rules that you create in the following procedures use the default IPsec main mode and quick mode settings, which specify certain combinations of integrity and encryption algorithms to be included in negotiations. However, Windows provides lots of flexibility in configuring the specific main mode and quick mode algorithms that are used for any given connection. All of the computers that you want to be able to communicate with each other must support at least one set of algorithms in common. If you must use a specific combination of algorithms then you can do one of the following:

 Alter the global IPsec default values. In your GPO, open the Windows Firewall with Advanced Security Properties page, and in the IPsec defaults section, click Customize. You can configure the algorithms used to negotiate protection for both the main mode and quick mode security associations (SAs), and the authentication options available. Changing these settings alters them for all IPsec connections made to and from this computer whose connection security rules do not specify otherwise, and that do not match a main mode rule.

 Create a connection security rule with specific quick mode settings. By using the netsh advfirewall consec add rule command, you can create a connection security rule that includes specific quick mode algorithm combinations. If you specify these in the rule then they are used instead of those in the global IPsec default settings. Use the qmsecmethods parameter. One quick mode option added to Windows 7 and Windows Server 2008 R2 is “Null encapsulation”. This option specifies that no integrity protection is provided to each network packet in the connection. No AH or ESP header is used to encapsulate the data. This option is provided for compatibility with network equipment and software that is incompatible with AH or ESP. You can specify the use of Null encapsulation in either the global IPsec defaults (not recommended), or in a connection security rule that matches only the network traffic that must use Null encapsulation. For more information about how to create connection security rules with custom quick mode settings, see [Netsh AdvFirewall Consec Commands](http://go.microsoft.com/fwlink/?linkid=157374) (http://go.microsoft.com/fwlink/?linkid=157374).
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You cannot create a rule with specific quick mode settings by using the Windows Firewall with Advanced Security MMC snap-in.

 Create a main mode rule. Starting with Windows 7 and Windows Server 2008 R2, you can create a rule that specifies main mode encryption, integrity, and authentication settings. Connections that match a main mode rule use the main mode rule settings instead of the settings specified in the connection security rule or the global IPsec defaults. To create a main mode rule, use the netsh advfirewall mainmode add rule command. For more information, see [Netsh AdvFirewall MainMode Commands](http://go.microsoft.com/fwlink/?linkid=147508) (http://go.microsoft.com/fwlink/?linkid=147508).

Firewall and Connection Security integration

One of the big advantages of integrating the firewall functionality with IPsec is the additional options available on a firewall rule. In Windows Vista and later versions of Windows, you can now create firewall rules that filter network traffic based on the following criteria:

 Allow the connection if it is authenticated and integrity-protected. Network traffic that matches this firewall rule must be protected by an IPsec connection security rule that requires both authentication of the connection and the use of an AH or ESP algorithm that helps protect the integrity of each network packet in the connection.

 Require the connection to be encrypted. Network traffic that matches this rule must be encrypted by using an IPsec connection security rule that specifies using ESP encapsulation with encryption. The network traffic must also be authenticated and integrity-protected.

The additional option to Allow the computers to dynamically negotiate encryption enables you to deploy fewer connection security rules to your client computers. For example, to enable encryption for a single port on a server while network traffic to all other ports on the server are unencrypted previously required two rules on both the server and all its clients: one generic rule that applied to all traffic to a server and did not require encryption, and one that specified the server’s IP address and the required port number on the server, and that required encryption. As the number of ports and the number of servers that require this special handling grow, the task of creating and maintaining the required connection security rules becomes more difficult.

By using this option, only the generic rule that requires authentication and integrity is required on the clients. On the server only, you create a firewall rule for the specific port number that requires encryption, and that enables dynamic encryption. The main mode SA can therefore be negotiated by using the single rule on the client. When the client sends traffic to the specified port number protected by the firewall rule, the server starts a quick mode negotiation with the client to create an “upgraded” SA that requires encryption. Any encryption algorithm combinations enabled in the global IPsec defaults for quick mode negotiations can be used. In addition to being able to specify a port, you can alternatively create a firewall rule that requires encryption only for a specified service, program executable, or protocol. All network traffic to other services, other programs, or that use other protocols on the computer would not trigger a quick mode SA negotiation to require encryption.

Although this option was introduced with Windows 7 and Windows Server 2008 R2, it is compatible with computers that are running Windows Vista and Windows Server 2008 and can be applied to them by using Group Policy.

 Allow the connection to use null encapsulation.. This option specifies that after main mode negotiation and authentication is completed, the quick mode SA requires no AH or ESP encapsulation. The data stream for the connection therefore does not receive per-packet integrity protection. This option is provided for compatibility with network equipment or software that is incompatible with AH or ESP.
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|  |
| --- |
| 1. On MBRSV1, in Group Policy Management, right-click Group Policy Objects, and then click New.  2. In Name, type Domain Isolation, and then click OK.  3. In the navigation pane, right-click your new GPO, and then click Edit.  4. In Group Policy Management Editor, in the navigation pane, right-click the top node for your Domain Isolation GPO, and then click Properties.  5. Select the Disable User Configuration settings check box, because this is a computer-only GPO.  6. In the Confirm Disable dialog box, click Yes, and then click OK.  7. In the navigation pane, expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, and then expand Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com.  8. Right-click Connection Security Rules, and then click New rule.  9. On the Rule Type page, click Isolation, and then click Next.  10. On the Requirements page, confirm that Request authentication for inbound and outbound connections selected, and then click Next.  Caution  In a production environment, we recommend that you set request mode first and allow the GPO to fully propagate to the network. Confirm that all your computers are communicating successfully by using IPsec before changing the rules to require mode. Setting the rule to require mode first can result in computers that cannot communicate until all the computers receive and apply the GPO. In a later step, you modify the rule to change it to require inbound authentication.  11. On the Authentication Method page, click Computer and user (Kerberos V5), and then click Next.  Note  Although you typically do not filter by user credentials in domain isolation, user authentication in addition to computer authentication enhances security, and makes implementing server isolation based on a user’s identity later much easier, because a compatible authentication method is already in place.  12. On the Profile page, clear the Private and Public check boxes, and then click Next.  13. On the Name page, type Request Inbound Request Outbound, and then click Finish. |

Next topic: [Step 2: Deploying and Testing Your Connection Security Rules](#ze89cc2d840914537a19786f4923959a1)

Step 2: Deploying and Testing Your Connection Security Rules

In this step, you deploy and test your domain isolation rule. You link the GPO that contains the rule to the OUs that contain the computer accounts, and then you test connectivity and view the IPsec security associations (SAs) that are created to support the connection.

Start by linking your GPO to the OUs that contains the computers to receive the rule.
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|  |
| --- |
| 1. On MBRSVR1, open the Group Policy Management snap-in.  2. Right-click MyClientComputers, and then click Link an Existing GPO.  3. In the Group Policy objects list, select Domain Isolation, and then click OK.  4. Right-click MyMemberServers, and then click Link an Existing GPO.  5. In the Group Policy objects list, select Domain Isolation, and then click OK.  If you browse your OUs, you see a list that resembles the following diagram: |
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Do not apply the domain isolation GPOs to domain controllers.
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In the previous procedure, you did not use WMI or security group filters because of the simplicity of the lab setup used in this guide, and because it is not important to what is being demonstrated here. However, in a production environment, make sure that your GPOs are carefully deployed using appropriate WMI and security group filters to only the desired target computers.

Now, make sure that both computers receive and apply the new GPO.
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|  |
| --- |
| 1. On both MBRSVR1 and CLIENT1, at an Administrator: Command Prompt, run gpupdate /force. Wait until the commands finish.  2. On CLIENT1, at the command prompt, run telnet mbrsvr1.  The connection succeeds. Do not end the Telnet session yet.  3. Open the Windows Firewall with Advanced Security snap-in.  4. Expand Monitoring, expand Security Associations, and then click Main Mode.  5. In the Main Mode pane, double-click the security association (SA) that is displayed.  6. Examine the settings, as shown in the following figure, that the local computer (CLIENT1) negotiated with the remote computer (MBRSVR1). The specific algorithms displayed might vary depending on whether you use Windows 7 or Windows Vista on CLIENT1, and Windows Server 2008 R2 or Windows Server 2008 for MBRSVR1.    7. Click OK.  8. In the navigation pane, click Quick Mode, and then double-click the SA that is displayed.  9. Examine the settings, which show that any traffic between the two computers using any protocol is protected using the Encapsulating Security Payload (ESP) integrity algorithm Secure Hash Algorithm (SHA-1). ESP integrity uses a cryptographically protected checksum to ensure that the packets that are received have not been modified after they are sent. Any packets that fail the integrity tests are silently dropped.  Note  SAs have a limited lifetime. Therefore, if you let the connection sit idle long enough, the SA can expire and be removed from the list. By sending more network traffic, the SA is automatically renegotiated and reappears in the list.  10. Type exit at the Telnet prompt to end the Telnet session. |

Next topic: [Step 3: Changing the Isolation Rule to Require Authentication](#zed8cc94080c44970997cbbdc16cc3729)

Step 3: Changing the Isolation Rule to Require Authentication

In this step, modify the rule that you created so that authentication is required instead of requested. After you complete this step, clients that cannot authenticate or that do not have a connection security rule to authenticate the traffic, cannot communicate with computers that are domain members.
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In a production environment, only perform this procedure after confirming that all the clients and servers are communicating by using the IPsec settings in the “request” version of the rule. If you change the rule to “require” before confirming that your computers can communicate successfully using its settings then you might unintentionally put your computers in a state where they cannot communicate.
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|  |
| --- |
| 1. On MBRSVR1, switch to the Group Policy Management Editor.  2. In the results pane, right-click Request Inbound Request Outbound, and then click Properties.  3. In the Name text box, change the name to Require Inbound Request Outbound to accurately reflect its new behavior.  4. Click the Authentication tab.  5. Under Requirements, change Authentication mode to Require inbound and request outbound, and then click OK.  Note  Although using Require inbound and outbound would work for this guide, in a production environment it is usually not practical to require outbound authentication. Domain-member computers often must initiate communications with computers that are not in the domain, such as remote Web sites. |

Confirm that the computers can still communicate even though authentication is required.
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|  |
| --- |
| 1. On both MBRSVR1 and CLIENT1, at an Administrator: Command Prompt, run gpupdate /force.  2. On CLIENT1, at the command prompt, run telnet mbrsvr1.  The connection succeeds.  3. Type exit to end the Telnet session. |

Next topic: [Step 4: Testing Isolation with a Computer That Does Not Have the Domain Isolation Rule](#z1f83cb3839044a56a66f781083bb3e7f)

Step 4: Testing Isolation with a Computer That Does Not Have the Domain Isolation Rule

To simulate a computer that is not part of the domain, remove the GPO from CLIENT1, and try to connect again.
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|  |
| --- |
| 1. On MBRSVR1, switch to Group Policy Management.  2. Under MyClientComputers, right-click Domain Isolation, and then click Link Enabled to disable the link. |

In the next procedure, you refresh the GPO on CLIENT1 and try to communicate with MBRSVR1.
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|  |
| --- |
| 1. On CLIENT1, at an Administrator: Command Prompt, run gpupdate /force. Wait until the command finishes.  2. At the command prompt, run telnet mbrsvr1. The connection fails because it never receives a reply to its request. Because MBRSVR1 requires authentication, and CLIENT1 cannot supply it, all incoming packets are dropped. |

In the next procedure, you restore the GPO to the client so that the correct rule is in place for later steps.
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|  |
| --- |
| 1. On MBRSVR1, under MyClientComputers, right-click Domain Isolation, and then click Link Enabled.  2. If you want, you can repeat the previous procedure "To test the modified GPO on CLIENT1" to confirm that you can connect again. This time the connection succeeds. |

Next topic: [Step 5: Creating Exemption Rules for Computers that are Not Domain Members](#z514c27e7eda046f2be1e43e8168aa70b)

Step 5: Creating Exemption Rules for Computers that are Not Domain Members

In this step, you add a rule to your domain isolation GPO to exempt all DNS servers on the network from the domain isolation authentication requirements.
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DNS is used here to serve as a simple example. If the computers on the network are all running Windows Vista or later versions of Windows, or if they can run the [Simple Policy Update for Windows Server 2003 and Windows XP](http://go.microsoft.com/fwlink/?LinkID=94767) (http://go.microsoft.com/fwlink/?LinkID=94767), then you typically do not need to add DNS exemption rules as illustrated here in a production environment. Fewer exemption rules means less complexity for your connection security and firewall rule GPOs. Create exemption rules only for those services that need them.
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|  |
| --- |
| 1. On MBRSVR1, switch to the Group Policy Management Editor that has the Domain Isolation GPO open.  2. In the navigation pane, navigate to and expand Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, right-click Connection Security Rules, and then click New rule.  3. On the Rule Type page, click Authentication exemption, and then click Next.  4. On the Exempt Computers page, click Add.  5. In the IP Address dialog box, click Predefined set of computers.  6. Click the list to expand it, select DNS servers, and then click OK.  Note  As implemented on the client computer that receives this GPO, DNS Servers is interpreted to mean the DNS servers that are currently configured on the client computer.  7. Back on the Exempt Computers page, click Next.  8. On the Profile page, clear the Private and Public check boxes, and then click Next.  9. On the Name page, type Exempt DNS servers from domain isolation, and then click Finish.  The new rule appears in your GPO.  Note  You can use a network traffic analyzer such as Microsoft Network Monitor to see the network packets before and after you apply this rule to confirm that IPsec attempts are not made to the DNS server after the exemption rule is applied. To download Network Monitor, see [Microsoft Network Monitor](http://go.microsoft.com/fwlink/?LinkID=94770) at http://go.microsoft.com/fwlink/?LinkID=94770. Look for the download links in the left-hand column. |

Next topic: [Isolating a Server by Requiring Encryption and Group Membership](#zfb995b0bce8b4507a6531acdf5ef8ff5)

Isolating a Server by Requiring Encryption and Group Membership

Domain isolation restricts domain-member computers to requiring authentication when communicating with other domain-member computers, and rejecting inbound connections that are not authenticated. This helps improve the security of most of the computers in your organization. Some servers, however, contain sensitive data, such as personal data, medical records, or credit card data that must be guarded even more carefully. In many cases government regulations specify that this data must be protected to make sure that only those users who have business need can physically get access to the data. You can use IPsec to provide this additional layer or protection in the form of server isolation. By using server isolation, you can further restrict access to sensitive data not just to unspecified domain member computers and users, but only those users and computers that have a legitimate business need. Often such data must also be encrypted during transmission to prevent eavesdropping.

By using Windows Firewall with Advanced Security, you can specify that specific network connections can be accessed only by specific users, based on their group membership. You can also specify that access is permitted only by specific computers based on computer account membership in a group. Both types of restriction are based on the authentication methods demonstrated in the previous section. Finally, you can also specify that these network connections must be encrypted by using one of several encryption algorithms.

For more information about server isolation, see:

 [Introduction to Server and Domain Isolation](http://go.microsoft.com/fwlink/?LinkID=94631) at http://go.microsoft.com/fwlink/?LinkID=94631

 [Server Isolation with Microsoft Windows Explained](http://go.microsoft.com/fwlink/?LinkID=94793) at http://go.microsoft.com/fwlink/?LinkID=94793

Steps for creating connection security rules to enforce server isolation

In this section, you create inbound firewall rules that specify that only users who are members of a specific group can access MBRSVR1. You also configure the rules to require encryption for all connections to the specified server.

[Step 1: Creating the Security Group](#zceade705067c4ab3ad3da138ee9489a9)

[Step 2: Modifying a Firewall Rule to Require Group Membership and Encryption](#z8cb3988365254cfb8e0c227ee5e3e2de)

[Step 3: Creating a Firewall Rule for the Client to Support Encryption](#z41a7a2c6dd53435a8daca9aa12cbc183)

[Step 4: Testing the Rule When Admin1 Is Not a Member of the Group](#za97ebb6b9885469d831b85f341336412)

[Step 5: Adding Admin1 to the Group and Testing Again](#zfa4679b80ce942b3a63796637e0285e4)
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In some environments, you might want to implement server isolation without domain isolation. This guide demonstrates server isolation as an additional layer added to domain isolation. To deploy server isolation by itself, you still must create and deploy authentication requesting connection security rules. But instead of deploying them to all computers in the organization, you only need to deploy them to the servers that are to be isolated, and to the client computers that are used to access the servers. You can do this by deploying the authentication connection security rules with the same security group filter as is demonstrated in this section.

Next topic: [Step 1: Creating the Security Group](#zceade705067c4ab3ad3da138ee9489a9)

Step 1: Creating the Security Group

In this step, you create a security group in Active Directory. This group will be referenced by your firewall rule in a later step to control which users can access the server.
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Although this guide only demonstrates server isolation by using user accounts, a very similar process can be followed to restrict access from only authorized computers. To restrict access by either, you must use an authentication method that includes the appropriate credentials. In the previous section on domain isolation, you created a rule that requests both user and computer authentication using Kerberos V5, which is perfect for our purposes in this section on server isolation.

![](data:image/gif;base64,R0lGODlhEAAQAOZYAP///ym6GLTbr1DwNx2KEB2mDNLozyuPIC2/GsTysiSxE6vfpQ6NANj2zBmeCeT24qTQn3rUbyGrEDC6HxicB6ntjz29LDycMNn2zFO5P73xp6PrhpPweheaBx2aDd330vD47/f89GXySa7ulY/Zf+Hu30rlMk3gNvH68BCMADnQJRaZBn3IdETDNUnkMd712SOvEmm1YL/xq6HshCa0FRyjDErnMtr2zg+FAB+oDye3FhKRAvD37zrRJk2rQU2sQS/BHHnTbofFf3LwVuHx3y6cIF3NSEy/P0/sNpTci4a/fymoGsntxROSA3feYp7yioXZeeLy4MrzuanmlEm6OGPISub53hWWBf///wAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAEAAFgALAAAAAAQABAAAAeNgFiCg4SFWAAAhoqHiImLgwAtSQ+Ij4cBQQERTJWKAAEhL1AWRwsojoSfVh83DSRUSyxRqIc6GDIVHE8JUxkePwKOAApSG0MDNidORhMdOAc8iBIaIkguPUABOTsESiWCAAUjJioINDUMFxC0AA4zATAUKTEGtOArVVdFQiD2kE0+gvlLRaSTJYOWsAQCADs=)To create a security group

|  |
| --- |
| 1. On DC1, click Start, click Administrative Tools, and then click Server Manager.  2. In the navigation pane, expand Roles, expand Active Directory Domain Services, expand Active Directory Users and Computers, expand contoso.com, right-click Users, click New, and then click Group.  3. In the New Object - Group dialog box, in the Group name text box, type Authorized to Access MBRSVR1, and then click OK.  4. Leave Server Manager running with the Computers container shown in the results pane. |

Do not add any users to the group yet.

Next topic: [Step 2: Modifying a Firewall Rule to Require Group Membership and Encryption](#z8cb3988365254cfb8e0c227ee5e3e2de)

Step 2: Modifying a Firewall Rule to Require Group Membership and Encryption

Server isolation takes the connection security rule that enforces authentication, and layers a firewall rule that additionally restricts the traffic to only authorized users or computers. In this step, you modify your Telnet firewall rule to allow Telnet traffic only from users who are members of the security group you created in the last step. Because the authentication that is currently configured, you could decide to restrict access based either on the computer, the user, or both. In this example, you configure the firewall rule to restrict access to user accounts that are approved.
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|  |
| --- |
| 1. On MBRSVR1, switch to Group Policy Management.  2. In the navigation pane, under Group Policy Objects, right-click Firewall Settings for Windows Servers, and then click Edit.  3. In the Group Policy Management Editor, under Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, expand Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, and then click Inbound Rules.  4. In the results pane, right-click Allow Inbound Telnet, and then click Properties.  5. Change the name by typing Allow Encrypted Inbound Telnet to Group Members Only.  6. Perform one of the following:   If you are running Windows Server 2008 R2: Select Allow the connection if it is secure, click Customize, select Require the connections to be encrypted, and then click OK.   If you are running Windows Server 2008: Select Allow only secure connections, and then click Require encryption.  7. Perform one of the following:   If you are running Windows Server 2008 R2: Click the Users tab.   If you are running Windows Server 2008: Click the Users and Computers tab.  8. Under Authorized users, select Only allow connections from these users, and then click Add.  9. In the Select User or Groups dialog box, type Authorized to Access MBRSVR1, click Check Names to make sure that it resolves, and then click OK.  Important  Even though this guide only demonstrates how to use a user group, remember that you can also specify computer group membership as a requirement, as long as the authentication method that is used includes computer authentication in addition to user authentication. This enables you to specify that only users who are members of group X can access the protected server, and only when they are using a computer that is a member of group Y. An authorized user who uses a non-authorized computer cannot access the protected server, nor can an authorized computer be used by a non-authorized user to access the protected server.  10. Click OK to close the Allow Inbound Telnet Properties page.  11. Close the Group Policy Management Editor. |

Next topic: [Step 3: Creating a Firewall Rule for the Client to Support Encryption](#z41a7a2c6dd53435a8daca9aa12cbc183)

Step 3: Creating a Firewall Rule for the Client to Support Encryption

In this step, you create a new firewall rule that applies to the client computer so that it can successfully encrypt the connection as required by the server.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, under Group Policy Objects, right-click Firewall Settings for Windows Clients, and then click Edit.  2. In the Group Policy Management Editor, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, expand Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com, right-click Outbound Rules, and then click New Rule.  3. On the Rule Type page, click Custom, and then click Next.  4. On the Program page, click All Programs, and then click Next.  Note  By restricting the rule to the Telnet port number (in the next step), instead of the program name, any correctly configured Telnet client can be used. If you specify a program by path and file name then only that specific program works, and other Telnet client programs fail. This configuration is recommended only for outbound rules. For inbound rules, we recommend that you use both a port restriction and a program restriction. That way the port is only open when the program is running. If you do not specify a program then the port remains open all the time.  5. On the Protocol and Ports page, change the Protocol type to TCP.  6. Change the Remote port list to Specific Ports, type 23 in the text box, and then click Next.  7. On the Scope page, under Which remote IP addresses does this rule match, select the These IP addresses check box. Make sure to select the option under remote.  8. To the right of the Remote address section, click Add.  9. In the IP Address dialog box, type 192.168.0.100 (the IP address of MBRSVR1) in the top text box, click OK, and then click Next.  Important  Adding the IP address of the server makes this rule more specific than the outbound Telnet rule that you created earlier. When two rules potentially match a connection, the most specific one is select. This means that when you try to Telnet to 192.168.0.100, the authentication and encryption requirements are enforced. If you Telnet to any other server, the other rule is matched and authentication and encryption are not required.  10. Perform one of the following:   If you are running Windows Server 2008 R2: On the Action page, select Allow the connection if it is secure, click Customize, select Require the connections to be encrypted, click OK, and then click Next.   If you are running Windows Server 2008: On the Action page, select Allow the connection if it is secure, click Require the connections to be encrypted, and then click Next.  11. On the Computers page, click Next.  12. On the Profile page, clear the Private and Public check boxes, and then click Next.  13. Name the rule Allow only encrypted Telnet to MBRSVR1, and then click Finish.  14. At an Administrator: Command Prompt, run gpupdate /force. Wait until the command finishes. |

Next topic: [Step 4: Testing the Rule When Admin1 Is Not a Member of the Group](#za97ebb6b9885469d831b85f341336412)

Step 4: Testing the Rule When Admin1 Is Not a Member of the Group

CLIENT1 has a firewall rule and a connection security rule that meet all the requirements to communicate with MBRSVR1, but Admin1 has not yet been added to the user group that is referenced in the inbound Telnet firewall rule for MBRSVR1. In this step, you try to connect to the Remote Event Viewer service to demonstrate that your new rules do not affect services other than Telnet. You also attempt to connect to the Telnet service on MBRSVR1 to see that the new rules prevent you from accessing the Telnet service because you are not a member of the required group.
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|  |
| --- |
| 1. On CLIENT1, at an Administrator: Command Prompt, run gpupdate /force. Wait until the command finishes.  2. Click Start, type event viewer in the Start Search box, and then press ENTER.  3. In the navigation pane of Event Viewer, right-click the top node Event Viewer (Local), and then click Connect to another computer.  4. In the Select Computer dialog box, type MBRSVR1, and then click OK.  The attempt is successful, because the rules you created do not require group membership or encryption for the Event Viewer. |

Now, to see the effect of your new rules, try to connect to MBRSVR1 using Telnet.
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|  |
| --- |
|  On CLIENT1, at an Administrator: Command Prompt, run telnet mbrsvr1.  The command fails because Admin1 is not yet a member of the Authorized to Access MBRSVR1 group, and only members of that group are permitted to send port 23 traffic through Windows Firewall with Advanced Security to that server. |

Next topic: [Step 5: Adding Admin1 to the Group and Testing Again](#zfa4679b80ce942b3a63796637e0285e4)

Step 5: Adding Admin1 to the Group and Testing Again

In this step, you add your user account Admin1 to the security group Authorized to Access MBRSVR1, and then verify that it enables the client to access the Telnet service again.
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|  |
| --- |
| 1. On DC1, in the Users container, double-click the group Authorized to Access MBRSVR1, and then click the Members tab.  2. Click Add.  3. In the Select Users, Contacts, Computers, or Groups dialog box, in the text box, type Admin1 and then click OK.  4. Click OK to close the group Properties page. |
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|  |
| --- |
| 1. Because Admin1’s group membership must be refreshed, you must log off and log on again. On CLIENT1, log off, and then log on as contoso\admin1.  2. Open an Administrator: Command Prompt, and then run gpupdate /force. When you logged off and back on, user policy is refreshed; this step refreshes computer policy.  3. At the command prompt, run telnet mbrsvr1  The command works because all requirements of the rules are now satisfied. Only computers that are a member of the domain and users that authenticate as a member of the specified group can access the Telnet service on MBRSVR1.  4. Open the Windows Firewall with Advanced Security snap-in.  5. Expand Monitoring, expand Security Associations, and then click Quick Mode.  6. Double-click the SA to display its properties. There is now a protocol listed next to ESP encryption (Windows 7) or ESP confidentiality (Windows Vista). That is the encryption algorithm being used by this connection.  The encryption settings that are used are determined by the IPsec defaults. You can find these by opening the Windows Firewall with Advanced Security Properties dialog box, and then select the IPsec Settings tab. Under IPsec defaults click Customize, under Data protection (Quick Mode), select Advanced, and then click Customize. The algorithm combination (called a quick mode proposal) in the Data integrity and encryption column that is highest on the list and that matches a proposal on the remote server is the one used.  7. Click OK to close the SA, and then close Windows Firewall with Advanced Security.  8. In the Telnet window, type exit, and then press ENTER to end the Telnet session. |

Next topic: [Creating Firewall Rules that Allow IPsec-protected Network Traffic (Authenticated Bypass)](#zd9891d8917d74cf3a08de4a46904a7a2)

Creating Firewall Rules that Allow IPsec-protected Network Traffic (Authenticated Bypass)

In a typical network, you want all network traffic blocked except for traffic that is truly required.

To help strengthen security, by default, rules that block traffic have a higher precedence than rules that allow traffic. So if traffic coming into (or going out of) the firewall matches both an allow rule and a block rule, the block rule takes precedence, and the traffic will be dropped.

There are times however, when you might want to allow network traffic into a computer that would ordinarily be blocked. For example, the network troubleshooting team might need to use network protocol analyzers or other network troubleshooting equipment in ways that the firewall rules would ordinarily prevent. In such circumstances, you can create a special type of allow rule that overrides a block rule when the network traffic meets certain administrator specified requirements.

These rules are referred to as “authenticated bypass” rules. If you enable the Override block rules setting on the firewall rule then correctly authenticated traffic that matches this rule is permitted, even if another rule would block it. The result is a set of rules that say "this traffic is blocked unless it is coming from an authorized computer."

Steps for creating rules that allow specific computers or users to bypass the firewall

In this section of the guide, you create a firewall rule that blocks all Telnet network traffic, and then test it with your existing Telnet allow rule you created in a previous section to see that the block rule takes precedence. Then you modify your existing Telnet allow rule to include the Override Block Rules setting, and confirm that you can connect from your approved computer.

[Step 1: Adding and Testing a Firewall Rule that Blocks Standard Telnet Traffic](#z54df1225b1334ef5bae98c3027bf6f77)

[Step 2: Modifying a Telnet Firewall Allow Rule to Override Block Rules](#zdbaf9cad693a4b3495beb78009aed835)

Next topic: [Step 1: Adding and Testing a Firewall Rule that Blocks Standard Telnet Traffic](#z54df1225b1334ef5bae98c3027bf6f77)

Step 1: Adding and Testing a Firewall Rule that Blocks Standard Telnet Traffic

Create a rule that blocks all Telnet traffic, and then test it against the existing Telnet allow rule to see that the cumulative effect is to block Telnet traffic.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, click Group Policy Objects, right-click Firewall Settings for Windows Servers, and then click Edit.  2. In the Group Policy Management Editor, in the navigation pane, expand Computer Configuration, expand Policies, expand Windows Settings, expand Security Settings, expand Windows Firewall with Advanced Security, and then expand Windows Firewall with Advanced Security - LDAP://cn={GUID},cn=policies,cn=system,DC=contoso,DC=com.  3. Right-click Inbound Rules, and then click New Rule.  4. On the Rule Type page, click Custom, and then click Next.  5. On the Program page, click This program path, and then in the text box, type %systemroot%\system32\tlntsvr.exe.  6. Click Customize, click Apply to this service, click the row for Telnet with a short name of TlntSvr, click OK, and then click Next.  7. On the Protocol and Ports page, change the Protocol type to TCP, change Local port to Specific Ports, type 23 in the text box, and then click Next.  8. On the Scope page, click Next.  9. On the Action page, click Block the connection, and then click Next.  10. On the Profile page, clear the Private and Public check boxes, and then click Next.  11. On the Name page, type Block All Telnet, and then click Finish. |

Now you have two conflicting rules. One specifies that Telnet traffic is permitted as long as it is encrypted and sent by a user that is a member of the group Authorized to Access to MBRSVR1. The other rule says to block all Telnet traffic. In the next procedure you see what Telnet connectivity is available when these two rules are both in place.
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|  |
| --- |
| 1. On MBRSVR1, switch to the Administrator: Command Prompt, run gpupdate /force. Wait until the command is finished.  2. On CLIENT1, at a command prompt, type the command telnet mbrsvr1.  The command fails because the inbound block rule has a higher precedence than the inbound allow rule. |

Next topic: [Step 2: Modifying a Telnet Firewall Allow Rule to Override Block Rules](#zdbaf9cad693a4b3495beb78009aed835)

Step 2: Modifying a Telnet Firewall Allow Rule to Override Block Rules

In this step, you modify your existing Telnet allow rule to include the Override Block Rule setting, and then test the behavior of Telnet with the modified rule. This works because you already have a connection security rule that authenticates and encrypts all Telnet traffic.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management Editor, click Inbound Rules.  2. Right-click Allow Encrypted Inbound Telnet to Group Members Only, and then click Properties.  3. Authenticated bypass rules must specify at least one authorized computer or computer group. On the Computer tab, select Only allow connections from these computers, and then click Add.  4. For our simple example, type domain computers, and then click OK. This restricts access to computers that are domain members. Remember that we are already restricting access to users who are members of a group.  5. Perform one of the following:   If you are running Windows Server 2008 R2, on the General tab, in the Action section, click Customize. On the Customize Allow if Secure Settings dialog box, select Override block rules, and then click OK two times.   If you are running Windows Vista: On the General tab, in the Action section, select the Override block rules check box, and then click OK two times. |

Now test the two conflicting rules.
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|  |
| --- |
| 1. On MBRSVR1, at an Administrator: Command Prompt, run gpupdate /force. Wait until the command is finished.  2. On CLIENT1, at a command prompt, run telnet mbrsvr1.  The command succeeds because the existing Telnet allow rule now overrides the block rule. The only traffic that can bypass the Telnet block rule is traffic that matches the authenticated bypass Telnet allow rule. That rule specifies that the traffic must be authenticated, and in this case, encrypted. Traffic from any computer or user not on the authorized list, or traffic that is not authenticated or encrypted is dropped.  3. Type exit and the press ENTER to end the Telnet session. |

Next topic: [Creating Tunnel Mode IPsec Rules](#ze8e462c96d324ce89d07080a9f7f2b19)

Creating Tunnel Mode IPsec Rules

IPsec tunnel mode rules can be used to create secured network connections across the Internet to private networks, or to connect two private networks that are separated by the Internet.

In earlier versions of Windows, creating IPsec rules for client-to-gateway type rules were easy to deploy on the gateway server, but difficult to deploy to the clients. This was because in these IPsec rules you needed to specify both ends of the tunnel by an explicit IP address, and both sets of computers at either end of the tunnel that are accessible through the tunnel. This meant that you had to have a customized rule for each client that you wanted enabled to connect to the gateway. Starting with Windows Server 2008 R2 and Windows 7, however, you can use the “Any” keyword for both the local endpoint and the local tunnel endpoint. When this rule is deployed on the client, “Any” is interpreted to mean the local computer’s own IP address. This enables you to deploy a single rule to all of the clients that have only the remote tunnel endpoint computer’s IP address, and the IP addresses of the computers accessible beyond the gateway.
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This scenario uses features that are new to Windows 7 and Windows Server 2008 R2. If you are running Windows Vista on CLIENT1, or Windows Server 2008 on MBRSVR1 then you cannot complete this scenario.

Steps for creating rules that create a client-to-gateway IPsec tunnel

In this section of the guide, you reconfigure the lab computers to enable a multiple network remote access scenario. CLIENT1 becomes a remote client on test “public” network, and MBRSVR1 becomes an IPsec gateway server with the addition of a second network adapter so that it can attach to both the new public network and the original private network used in the previous scenarios. DC1 continues to operate on the private network, and serves as the destination server.

[Step 1: Reconfigure your Lab Computers to Support the IPsec Client-to-Gateway Scenario](#ze74393792a024114a7cadb64c5fcbf71)

[Step 2: Create the Connection Security Rules for the Remote Client and IPsec Gateway](#z210cbc16d6df45c386c347baf3ad5287)

[Step 3: Test Your Tunnel Mode Rules](#z68212fa516504a9ab28198a0f2df7ac5)

Next topic: [Step 1: Reconfigure your Lab Computers to Support the IPsec Client-to-Gateway Scenario](#ze74393792a024114a7cadb64c5fcbf71)

Step 1: Reconfigure your Lab Computers to Support the IPsec Client-to-Gateway Scenario
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The procedures in this topic use features that are new to Windows 7 and Windows Server 2008 R2. If you are running Windows Vista on CLIENT1, or Windows Server 2008 on MBRSVR1 then you cannot complete this scenario.

For the previous scenarios, all three of your computers were on a single subnet, with IP addresses of 192.168.0.xyz. In the following procedure, you move CLIENT1 to a different network that represents the public Internet. You also configure a second network adapter on MBRSVR1 to connect to the same public network. This enables MBRSVR1 to act as an IPsec gateway, providing access from CLIENT1 to the private network on which DC1 resides. You also remove the GPOs that were developed for the previous scenarios so that you can work locally on CLIENT1 and MBRSVR1.
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|  |
| --- |
| 1. On MBRSVR1, in Group Policy Management, under Group Policy Objects, right-click Firewall Settings for Windows Clients, and then click Delete.  2. On the confirmation dialog box, click OK.  3. Repeat steps 1 and 2 for the Firewall Settings for Windows Servers and the Domain Isolation GPOs. Do not delete the Default Domain Policy or Default Domain Controllers Policy.  4. On both MBRSVR1 and CLIENT1, run the command gpupdate /force. This removes the GPOs from those computers and removes all of the restrictions caused by them. |
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|  |
| --- |
| 1. Disconnect the network cable connecting CLIENT1 to the private network that connects MBRSVR1 and DC1, and then connect it to a switch for a separate network. If you are using virtual machines (VMs) for this guide then create a separate virtual network and connect the network adapter on CLIENT1 to it.  2. On CLIENT1, click Start, click Control Panel, and then under Network and Internet click View Network status and tasks.  Network and Sharing Center appears.  3. In the navigation pane, click Change adapter settings.  4. In the Network Connections window, right-click the network adapter, and then click Properties.  5. On the Properties dialog box of the network adapter, select Internet Protocol Version 4 (TCP/IPv4), and then click Properties.  6. Change the IP address for the adapter to 131.107.0.101, change the Subnet mask to 255.255.255.0, and then change the Default Gateway to 131.107.0.100. Leave the DNS Server fields unchanged, and then click OK two times to save your settings. |

Now configure MBRSVR1.
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|  |
| --- |
| 1. If you have not yet done so, shut down Windows, and then install a second network adapter in MBRSVR1. If you are using VMs for this guide then shut down Windows and use your VM administration console to configure a second network adapter for MBRSVR1.  2. Connect the network cable from the new network adapter to the same network as CLIENT1. If you are using VMs for this guide then connect the adapter to the same virtual network as CLIENT1.  3. Restart MBRSVR1, and then log on as contoso\admin1.  4. On MBRSVR1, click Start, click Control Panel, and then under Network and Internet click View Network status and tasks.  Network and Sharing Center appears.  5. In the navigation pane, click Change adapter settings.  6. In the Network Connections window, right-click the new network adapter, and then click Properties.  7. On the Properties dialog box of the network adapter, select Internet Protocol Version 4 (TCP/IPv4), and then click Properties.  8. Select Use the following IP address.  9. Change the IP address for the adapter to 131.107.0.100, and a Subnet mask of 255.255.255.0.  10. Click OK to save your settings. |

The only change you must make on DC1 is to set the default gateway to point to MBRSVR1.
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|  |
| --- |
| 1. On DC1, click Start, click Control Panel, and then under Network and Internet, click View Network status and tasks.  Network and Sharing Center appears.  2. In the navigation pane, click Change adapter settings.  3. In the Network Connections window, right-click the network adapter, and then click Properties.  4. On the Properties dialog box of the network adapter, select Internet Protocol Version 4 (TCP/IPv4), and then click Properties.  5. Change the Default Gateway to 192.168.0.100. Leave the all of the other fields unchanged, and then click OK and Close to save your settings. |

The next step enables IP packet forwarding on MBRSVR1 so that packets arriving at the end of the tunnel are forwarded on to the private network and vice versa.
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|  |
| --- |
| 1. On MBRSVR1, at Administrator: command prompt, run the following two commands:  netsh interface ipv4 set interface “local area connection” forwarding = enabled  netsh interface ipv4 set interface “local area connection 2” forwarding = enabled |

By default, the ICMP protocol that is used by ping is blocked by the firewall so the next step is to enable ICMP on CLIENT1 and MBRSVR1 so that we can verify connectivity. ICMP is already enabled on DC1 because of the Active Directory rules that are automatically enabled when the role service is installed.
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|  |
| --- |
| 1. On MBRSVR1, start Windows Firewall with Advanced Security.  2. Click Inbound Rules, right-click the rule File and Printer Sharing (Echo Request – ICMPv4-In), and then click Enable Rule.  3. Repeat steps 1 and 2 on CLIENT1 to enable the same rule on that computer. On CLIENT1, there are two versions of the rule – one for the Domain profile, and one for the Public and Private profiles. Enable both rules.  4. Now you can confirm connectivity on your new network. On CLIENT1, at a command prompt, run the command ping 192.168.0.1. Confirm that you receive replies from MBRSVR1.  Note  You have to use the IP address, because CLIENT1 currently cannot communicate with the DNS server on the private network.  5. On DC1, at a command prompt, run the command ping 131.107.0.101, and confirm that you receive a reply from CLIENT1.  Tip  You may need to restart CLIENT1 for this to work. |

Next topic: [Step 2: Create the Connection Security Rules for the Remote Client and IPsec Gateway](#z210cbc16d6df45c386c347baf3ad5287)

Step 2: Create the Connection Security Rules for the Remote Client and IPsec Gateway

You now have a client on a “public” network, and a server that is dual-homed on the “public” network with the client computer, and the “private” network with the domain controller. Because the client does not have access to the domain controller to receive Group Policy updates, you must create the tunnel mode IPsec rules manually.

![](data:image/gif;base64,R0lGODlhGAAQAMQAADMzmZmZzDNmzGaZ/zNmmWaZzJnM/6bK8Mzs/zOZzGbM/5nMzP////j4+PHx8erq6uPj493d3f///wAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAEAABIALAAAAAAYABAAAAV4ICOOUVEcY6quTHkcJyuL7nDGs+oWwZIUAlSOdjIUHIzCjyCcuQyGRCT5KzCdRYMi6Eh4E4IrK6sYBBECr2ANkBXLysAhvQ63WTC40lS3B2YwJkB9fkNzgg4NQAQAf0MMBwRKEA9WjY8jkXWMjpgimpyeKgcAl5ghADs=)Important

This section of the guide uses features that are present only on computers that are running Windows 7 and Windows Server 2008 R2, and will not work as written on computers that are running earlier versions of Windows.
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|  |
| --- |
| 1. On CLIENT1, start the Windows Firewall with Advanced Security MMC snap-in.  2. Right-click Connection Security Rules, and then click New Rule.  3. On the Rule Type page, select Tunnel, and then click Next.  4. On the Tunnel Type page, select Client-to-gateway, and then click Next.  5. On the Requirements page, select Require authentication for inbound and outbound connections, and then click Next.  6. On the Tunnel Endpoints (Client-to-Gateway) page, in Remote tunnel endpoint, type the IPv4 address of MBRSVR1: 131.107.0.100.  Note that you do not have to specify the local tunnel endpoint; it is already configured as My IP address. This is a new feature of Windows 7 and Windows Server 2008 R2 that simplifies GPO deployment, because this rule matches all clients of the gateway server. You no longer have to deploy multiple rules with specific local tunnel endpoint settings for each client computer.  7. Under What are the remote endpoints?, click Add.  8. Type the subnet identifier for the private network behind the gateway by using classless inter-domain routing (CIDR) notation: 192.168.0.0/24, click OK, and then click Next.  9. On the Authentication Method page, select Advanced, and then click Customize.  10. Under First authentication methods, click Add.  11. On the Add First Authentication Methods page, select Preshared key, type TunnelPassword123 in the text box, click OK two times, and then click Next.  Caution  Do not use preshared keys in a production environment. They are not considered secure, and are not easily managed. Use computer certificates either purchased from a third-party vendor, or created by an in-house certification authority, such as a computer that is running Windows Server 2008 R2 with the Active Directory Certificate Services server role. The Preshared key authentication method is used in this guide only because it is beyond the scope of the guide to create a certification authority for this one step.  12. On the Profile page, click Next.  13. On the Name page, type Tunnel on Client, and then click Finish. |
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|  |
| --- |
| 1. On MBRSVR1, start the Windows Firewall with Advanced Security MMC snap-in.  2. Right-click Connection Security Rules, and then click New Rule.  3. On the Rule Type page, select Tunnel, and then click Next.  4. On the Tunnel Type page, select Gateway-to-client, and then click Next.  5. On the Requirements page, select Require authentication for inbound and outbound connections, and then click Next.  6. On the Tunnel Endpoints (Gateway-to-Client) page, in What are the local endpoints, click Add. Type the subnet identifier for the private network behind the gateway by using classless inter-domain routing (CIDR) notation: 192.168.0.0/24.  7. Under Local tunnel endpoint, type the IPv4 address of the public network connection on MBRSVR1, 131.107.0.100, and then click Next.  Note that you do not have to specify the client IP address; it is already configured as Any IP address. This is a new feature of Windows 7 and Windows Server 2008 R2 that simplifies GPO deployment, because this rule matches all clients of the gateway server. You no longer have to deploy multiple rules with specific local tunnel endpoint settings for each client computer.  Also note the Apply IPsec tunnel authorization check box. This is a feature new of Windows 7 and Windows Server 2008 R2, and appears on Gateway-to-Client and Custom tunnel rule types. On the Properties page of Windows Firewall with Advanced Security, on the IPsec Settings tab, you can specify users and computers that are authorized to connect to this gateway by using the tunnel. Then you can use this check box to specify whether the tunnel established by this rule is subject to those user and computer restrictions. If you use this option then the authentication type you specify on the next page must include support for the credential types that can identify the user or computer accounts authorized.  8. On the Authentication Method page, select Advanced, and then click Customize.  9. Under First authentication methods, click Add.  10. On the Add First Authentication Methods page, select Preshared key, type TunnelPassword123 in the text box, click OK two times, and then click Next.  Caution  Do not use preshared keys in a production environment. They are not considered secure, and are not easily managed. Use computer certificates either purchased from a third-party vendor, or created by an in-house certification authority, such as a computer that is running Windows Server 2008 R2 with the Active Directory Certificate Services server role. The Preshared key authentication method is used in this guide only because it is beyond the scope of the guide to create a certification authority for this one step.  11. On the Profile page, click Next.  12. On the Name page, type Tunnel on Gateway, and then click Finish. |

Next topic: [Step 3: Test Your Tunnel Mode Rules](#z68212fa516504a9ab28198a0f2df7ac5)

Step 3: Test Your Tunnel Mode Rules

With the tunnel mode rules defined, you can now try to access your domain controller through the member server from the client on the public network.
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This section of the guide uses features that are present only on computers that are running Windows 7 and Windows Server 2008 R2, and will not work as written on computers that are running earlier versions of Windows.
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|  |
| --- |
| 1. On CLIENT1, start the Windows Firewall with Advanced Security MMC snap-in.  2. Expand Monitoring, expand Security Associations, and then click Quick Mode. The list of quick mode security associations (QMSAs) is empty, unless you tried to communicate with the private network.  3. Open a command prompt, and then position the Command Prompt window and the Windows Firewall with Advanced Security snap-in so that you can see the list of QMSAs and still type in the Command Prompt window.  4. At the command prompt, type the command ping 192.168.0.1. The connection succeeds. The first packet might report a loss because of the delay caused by the IPsec tunnel negotiations.  5. On the Actions pane of the Windows Firewall with Advanced Security snap-in, click Refresh.  The QMSA between the client and the gateway is displayed.  6. At the command prompt, type the command net view \\dc1.  This command uses DNS to look up the name of the computer and uses SMB protocol blocks to request shared folder information from DC1 in its role as a file server. All of these network packets are being sent through the IPsec tunnel between CLIENT1 and MBRSVR1. They are then forwarded on to the private network and sent to their destination in plain text. Responses from DC1 are sent to its default gateway, where the tunnel mode rule causes them to be encapsulated in an IPsec ESP header and forwarded to the other network and received by CLIENT1. IPsec on CLIENT1 removes the IPsec ESP header because it is the end of the tunnel, and passes the datagram on to the application that requested it. |

Next topic: [Summary](#z917f57d811774da4aa754e08d94f5876)

Summary

Windows Firewall with Advanced Security is an important element in a defense-in-depth security strategy to help secure the computers in your organization, and help mitigate threats that either bypass your perimeter firewall or originate from within the network.

In this guide, you were introduced to the features of the Windows Firewall with Advanced Security included with Windows 7, Windows Vista, Windows Server 2008 R2, and Windows Server 2008:

 You used Windows Firewall with Advanced Security to set up basic inbound and outbound firewall rules.

 You created Group Policy objects that configure firewall settings on all the computers in a domain, and ensured that users cannot override those settings.

 You created a set of basic domain isolation rules that restrict domain-member computers from accepting network traffic from computers that are not members of the domain.

 You created connection security rules that isolate servers which store sensitive information, by restricting access to only computers that are members of approved groups.

 You created firewall rules that enabled specific trusted computers to bypass firewall requirements.

 Finally, you created tunnel mode connection security rules that caused network traffic destined for a certain network address to be protected by IPsec and then routed to a gateway server where it the packet is extracted and then forwarded to the destination computer.

We hope you found this document helpful. Your feedback is valuable and welcome! Please send your comments and suggestions to [Windows Firewall with Advanced Security Documentation Feedback](mailto://wfasdoc@microsoft.com?subject=Feedback%20on%20IPsec%20and%20Firewall%20Documentation%20–%20WFAS%20SxS%20Deploying%20FW%20and%20IPsec%20Policies%20Guide&body=I%20want%20to%20provide%20the%20following%20feedback%20on%20the%20document%20Step-by-Step%20Guide:%20Deploying%20Windows%20Firewall%20and%20IPsec%20Policies.%0A%0A) (wfasdoc@microsoft.com). The author of this guide will review your comments and use them to improve this documentation. Your e-mail address will not be saved or used for any other purposes.

Next topic: [Additional References](#ze4248de52d0747219c54163e351e33fb)

Additional References

For more information about the technologies discussed in this guide, see the following locations.

Windows Firewall with Advanced Security

 Windows Firewall (<http://go.microsoft.com/fwlink/?linkid=95393>)

This page contains links to the documentation currently available for Windows Firewall, for both the version available on Windows XP with Service Pack 2 (SP2) or later and Windows Server 2003, and the version available on Windows 7, Windows Vista, Windows Server 2008 R2, and Windows Server 2008.

 Windows Firewall with Advanced Security - Diagnostics and Troubleshooting (<http://go.microsoft.com/fwlink/?linkid=95372>)

This article describes how Windows Firewall with Advanced Security works, what the common troubleshooting situations are, and which tools you can use for troubleshooting.

IPsec

 IPsec (<http://go.microsoft.com/fwlink/?linkid=95394>)

This page contains links to the documentation currently available for Internet Protocol security (IPsec), for both the version available on Windows XP and Windows Server 2003, and the version available as connection security rules in Windows Firewall with Advanced Security on Windows 7, Windows Vista, Windows Server 2008 R2, and Windows Server 2008.

 Simplifying IPsec Policy with the Simple Policy Update (<http://go.microsoft.com/fwlink/?linkid=94767>)

This article describes a downloadable update available for Windows XP with SP2 and Windows Server 2003 with Service Pack 1 (SP1). (The update is built into Windows XP with SP3 and Windows Server 2003 Service Pack 2). The update changes the behavior of IPsec negotiation so that the IPsec policy rules can be simplified, in some cases significantly reducing the number of required IP filters and their ongoing maintenance.

Server and Domain Isolation

 Server and Domain Isolation (<http://go.microsoft.com/fwlink/?linkid=95395>)

This page contains links to documentation that support the most common uses for IPsec: server and domain isolation.

Group Policy

 Group Policy (<http://go.microsoft.com/fwlink/?linkid=93542>)

This page contains links to the documentation currently available for Group Policy.

 HOWTO: Leverage Group Policies with WMI Filters (<http://go.microsoft.com/fwlink/?linkid=93760>)

This article describes how to create a WMI filter to set the scope of a GPO based on computer attributes, such as operating system version number.